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Safeguarding and Child Protection Policy

Policy Statement

IQ Consultancy LTD recognises ourmoral and statutory responsibility to safeguard and promote
thewelfare of all children.We acknowledge that “it could happen here”.Wemake every effort to
ensure that students and adults feel safe, secure, valued and respected, and feel confident to talk if
they areworried, believing theywill be effectively listened to.

The purpose of this policy is to provide staff and volunteers with the framework they need in
order to keep children safe and securewhilst they are in our care. The policy also informs
parents, agents and partner schools howwewill safeguard their childrenwhilst they are in our
care.

This policy is based on guidance fromKCSIE 2023 andWorking Together to Safeguard Children
2023. It alsomakes use of guidance from theNSPCCwebsite.

Key Safeguarding Contact Details

Role Name Contacts

Designated
Safeguarding
Lead (DSL)

KashaHandcock Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

Deputy
Designated
Safeguarding
Lead (DDSL)

Ksenia Soldatikhina Phone: +44 (0)7522 84 80 26
Email: k.soldatikhina@iqconsultancy.uk

IQ Consultancy LTD

24-Hour
emergency
contact

KashaHandcock Email: k.handcock@iqconsultancy.uk

Ksenia Soldatikhina Phone: +44 (0)7522 84 80 26

LSP Tower Hamlets Phone: +44 (0)20 7364 5606 / 5601
Email: MASH@towerhamlets.gov.uk

LADO VerlynMunro Phone: +44 (0)207 364 0677
Email: LADO@towerhamlets.gov.uk
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Child Protection Principles

The following principles underpin our provisions and practices in relation to safeguarding
and child protection:

● IQ Consultancy LTDwill provide a safe and secure environment for all students.

● Homestays and transfer companies provide a safe and secure environment for all
students.

● All students feel safe, secure and protected from harm.

● All students knowwho to turn to for help, advice or support, can access services
confidentially, quickly and easily and have access to 24-hour support.

● TheDirector of the company KashaHandcock has overall responsibility and
accountability for the safeguarding andwelfare of the students.

● All staff share the responsibility to protect students from harm, remain vigilant in
identifying safeguarding and child protection issues and to follow policies and procedures
relating to safeguarding and child protection.

● Students and staff have effectivemeans bywhich they can raise child protection
concerns or report issues.

● Staff have at least one reliablemeans to contact all students quickly and directly.

● Staff are aware of themedical or learning needs of individual students via the Student
Record.

● In caseswhere thewhereabouts of a student under IQ Consultancy LTD is not known or
the student is believed to be at risk of harm, procedures to locate the student by the safest
and quickestmeans possible, or secure the safety of the studentwill be invoked
immediately by following theMissing Student policy.

● The company has procedures in place that enable child protection concerns and incidents
to be dealt with promptly and effectively and in linewith relevant legislation.

IQ Consultancy LTD is committed to the protection of all children in its care.We are committed
to safeguarding studentwelfare and undertake rigorous checks on all whoworkwith us andwe
expect all staff and volunteers to share this commitment.

Safeguarding students is the responsibility of us all, including full-time, part-time, contracted,
agency and volunteer staff including thosewho do not have cause to come into direct or regular
contact with students in order to carry out their daily duties. It also applies to thosewho provide
homestay accommodation for our students and third party contractors.
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The safety andwelfare of children, or Child Protection, means protecting children fromphysical,
emotional or sexual abuse or neglect where there is an identified risk. Safeguarding is the
minimisation of the risk to children from all forms of child abuse including for example:

● physical, emotional, sexual abuse or neglect;

● domestic abuse;

● child sexual exploitation;

● radicalisation and extremism;

● female genital mutilation;

● online abuse;

● bullying and cyberbullying.

We aim to ensure that the students in our care experience at all times a caring and secure
environment inwhich they feel safe, respected and valued. In pursuit of this aim, IQ
Consultancy LTD undertakes the following:

1. Training is provided for all staff to a level appropriate for their role (see training
section below).

2. We promote an environment of trust, openness and clear communication between
students, school and IQ Consultancy LTD staff and our Homestays, so that student
welfare, safety and pastoral care is recognised as the top priority.

3. We respond to any reported allegation or suspicion of child abuse in accordancewith
the IQConsultancy LTD procedures as outlined below.

4. We ensure that all guardianship personnel, homestays and personnel offering outsourced
services who come into direct contact with students in our care, are recruited using safer
recruitment practices and are formally screened through the completion of an enhanced
DBS check.

5. Wemaintain linkswith the appropriate agencies who have a statutory responsibility to
deal with child welfare and child protection concerns. If you have any reason to believe
that a child in your care is suffering from any form of abuse or neglect then please report it
immediately in confidence to the DSL or DDSL using the contact details listed in this
policy.

Supporting procedures

This policy is to be read in conjunctionwith the following policies and documents:

● Anti-bullying and (including cyber-bullying) policy

● Anti-Radicalisation Policy

● E-safety Policy
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● Missing Student Policy

● Safer Recruitment Policy

● StaffCode of Conduct

● Whistleblowing Policy and low-level concerns

● Emergency procedure (This includes information on the guardianship organisation’s
approach to foreseeable emergencies, such as a pandemic)

Definitions

Term What thismeans

Safeguarding and promoting
thewelfare of children

Child Protection

is defined as:

● protecting children frommaltreatment;

● preventing impairment of children's
health or development;

● ensuring that children grow up in
circumstances consistent with the
provision of safe and effective care;

● taking action to enable all children to
have the best outcomes.

Is a part of safeguarding and promotingwelfare.
It refers to the activity that is undertaken to
protect specific childrenwho are suffering, or
are likely to suffer, significant harm.

Designated Safeguarding Lead
(DSL)

This is the person identified as taking the lead in
safeguardingmatters in an organisation. This
person (and possibly a deputy) will be trained to a
higher level.

Prevent Prevent is the name given to part of the
government's strategy to prevent terrorism by
reducing the possibility of radicalisation.

Local Safeguarding Partnership
(LSP)

Formerly Local Safeguarding Children Board
(LSCB) and consisting of the local authority, the
clinical commissioning groupwithin the local
authority and the chief office of police within the
local authority.

8



LADO The role of the Local Authority Designated
Officer (LADO) is to coordinate all allegations
and concernsmade against a personwhoworks
with children.

Children ‘Children’ includes everyone under the age of 18.

What is abuse and neglect?
● Knowingwhat to look for is vital to the early identification of abuse and neglect. All staff

and homestays should be aware of indicators of abuse and neglect so that they are able to
identify cases of childrenwhomay be in need of help or protection. If staff or homestays
are unsure, they should always speak to the DSL (or DDSL).

● All staff and homestays should be aware that abuse, neglect and safeguarding issues are
rarely stand-alone events that can be covered by one definition or label. Inmost cases,
multiple issueswill overlapwith one another.

Types of abuse and neglect
(Taken fromKeeping Children Safe in Education 2023)

Abuse: a form ofmaltreatment of a child. Somebodymay abuse or neglect a child by inflicting
harm or by failing to act to prevent harm. Harm can include ill treatment that is not physical as
well as the impact of witnessing ill treatment of others. This can be particularly relevant, for
example, in relation to the impact on children of all forms of domestic abuse. Childrenmay be
abused in a family or in an institutional or community setting by those known to themor, more
rarely, by others. Abuse can take placewholly online, or technologymay be used to facilitate
offline abuse. Childrenmay be abused by an adult or adults or by another child or children..

Physical abuse: a form of abusewhichmay involve hitting, shaking, throwing, poisoning,
burning or scalding, drowning, suffocating or otherwise causing physical harm to a child.
Physical harmmay also be causedwhen a parent or carer fabricates the symptoms of, or
deliberately induces, illness in a child.

Emotional abuse: the persistent emotional maltreatment of a child such as to cause severe and
adverse effects on the child’s emotional development. It may involve conveying to a child that they
areworthless or unloved, inadequate, or valued only insofar as theymeet the needs of another
person. It may include not giving the child opportunities to express their views, deliberately
silencing themor ‘making fun’ of what they say or how they communicate. It may feature age or
developmentally inappropriate expectations being imposed on children. Thesemay include
interactions that are beyond a child’s developmental capability as well as overprotection and
limitation of exploration and learning or preventing the child fromparticipating in normal social
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interaction. It may involve seeing or hearing the ill-treatment of another. It may involve serious
bullying (including cyberbullying), causing children frequently to feel frightened or in danger, or the
exploitation or corruption of children. Some level of emotional abuse is involved in all types of
maltreatment of a child, although itmay occur alone.

Sexual abuse: : involves forcing or enticing a child or young person to take part in sexual
activities, not necessarily involving violence, whether or not the child is aware ofwhat is
happening. The activitiesmay involve physical contact, including assault by penetration (for
example rape or oral sex) or non-penetrative acts such asmasturbation, kissing, rubbing, and
touching outside of clothing. Theymay also include non-contact activities, such as involving
children in looking at, or in the production of, sexual images, watching sexual activities,
encouraging children to behave in sexually inappropriateways, or grooming a child in
preparation for abuse. Sexual abuse can take place online, and technology can be used to
facilitate offline abuse. Sexual abuse is not solely perpetrated by adultmales.Women can also
commit acts of sexual abuse, as can other children. The sexual abuse of children by other
children is a specific safeguarding issue in education and all staff should be aware of it and of
their school or college’s policy and procedures for dealingwith it.

Neglect: the persistent failure tomeet a child’s basic physical and/or psychological needs, likely to
result in the serious impairment of the child’s health or development. Neglectmay occur during
pregnancy, for example, as a result ofmaternal substance abuse. Once a child is born, neglectmay
involve a parent or carer failing to: provide adequate food, clothing and shelter (including
exclusion from home or abandonment); protect a child fromphysical and emotional harm or
danger; ensure adequate supervision (including the use of inadequate care-givers); or ensure
access to appropriatemedical care or treatment. It may also include neglect of, or
unresponsiveness to, a child’s basic emotional needs. (For specific types of abuse, please see the
additional information at the end of this policy).

Signs of Abuse andNeglect

The following information has been taken from the NSPCCwebsite.

TheNSPCC list the following as common signs that theremay be something concerning
happening in a child’s life include:

● unexplained changes in behaviour or personality;

● becomingwithdrawn;

● seeming anxious;

● becoming uncharacteristically aggressive;

● lacks social skills and has few friends, if any;

● poor bond or relationshipwith a parent;
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● knowledge of adult issues inappropriate for their age;

● running away or goingmissing;

● always choosing towear clotheswhich cover their body.

These signs don’t necessarilymean that a child is being abused, there could be other things happening
in their life which are affecting their behaviour — butwe can help you to assess the situation.

Youmay also notice some concerning behaviour from adults who you know have children in their care,
whichmakes you concerned for the child/children’s safety andwellbeing.

Indicators of Physical Abuse

Bumps and bruises don't alwaysmean a child is being physically abused. All children have accidents,
trips and falls. And there isn't just one sign or symptom to look out for. But it's important to be aware
of the signs.

If a child regularly has injuries, there seems to be a pattern to the injuries or the explanation doesn't
match the injuries, then this should be reported.

Physical abuse symptoms include:

● bruises;

● broken or fractured bones;

● burns or scalds;

● bitemarks.

It can also include other injuries and health problems, such as:

● scarring;

● the effects of poisoning, such as vomiting, drowsiness or seizures;

● breathing problems fromdrowning, suffocation or poisoning.

Head injuries in babies and toddlers can be signs of abuse so it's important to be aware of these. Visible
signs include:

● swelling;

● bruising;

● fractures;

● being extremely sleepy or unconscious;

● breathing problems;

● seizures;
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● vomiting;

● unusual behaviour, such as being irritable or not feeding properly.

Indicators of Emotional Abuse

Theremight not be any obvious physical signs of emotional abuse or neglect. And a childmight
not tell anyonewhat's happening until they reach a 'crisis point'. That's why it's important to look
out for signs in how a child is acting.

As children grow up, their emotions change. Thismeans it can be difficult to tell if they're being
emotionally abused. But childrenwho are being emotionally abusedmight:

● seem unconfident or lack self-assurance;

● struggle to control their emotions;

● have difficultymaking ormaintaining relationships;

● act in away that's inappropriate for their age.

The signs of emotional abuse can also be different for children at different ages. Children
might:

● use language youwouldn't expect them to know for their age;

● act in away or know about things youwouldn't expect them to know for their age;

● struggle to control their emotions;

● have extreme outbursts;

● seem isolated from their parents;

● lack social skills;

● have few or no friends.

Indicators of Sexual Abuse
Knowing the signs of sexual abuse can help give a voice to children. Sometimes childrenwon't
understand that what's happening to them is wrong or theymight be scared to speak out. Some
of the signs youmight notice include:

Emotional and Behavioural signs

● avoiding being alonewith or frightened of people or a person they know;

● language or sexual behaviour youwouldn't expect them to know;

● having nightmares or bed-wetting;
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● alcohol or drugmisuse;

● self-harm;

● сhanges in eating habits or developing an eating problem.

Physical Signs

● bruises;

● bleeding, discharge, pains or soreness in their genital or anal area;

● sexually transmitted infections;

● pregnancy.

If a child is being or has been sexually abused online, theymight:

● spend a lotmore or a lot less time than usual online, texting, gaming or using social
media;

● seem distant, upset or angry after using the internet or texting;

● be secretive aboutwho they're talking to andwhat they're doing online or on their
mobile phone;

● have lots of new phone numbers, texts or email addresses on their mobile phone, laptop
or tablet;

● drop hints and clues about the abuse.

Indicators of Neglect
Neglect can be really difficult to spot. Having one of the signs doesn't necessarilymean a child is
being neglected. But if you noticemultiple signs that last for awhile, theymight show there's a
serious problem. Children and young peoplewho are neglectedmight have:

Poor appearance and hygiene

● being smelly or dirty;

● being hungry or not givenmoney for food;

● having unwashed clothes;

● having thewrong clothing, such as nowarm clothes inwinter.

Health and development problems

● anaemia;

● body issues, such as poormuscle tone or prominent joints;

● medical or dental issues;
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● missedmedical appointments, such as for vaccinations;

● not given the correctmedicines;

● poor language or social skills;

● regular illness or infections;

● repeated accidental injuries, often caused by lack of supervision;

● skin issues, such as sores, rashes, flea bites, scabies or ringworm;

● thin or swollen tummy;

● tiredness;

● untreated injuries;

● weight or growth issues.

Housing and family issues

● living in an unsuitable home environment, such as having no heating;

● being left alone for a long time;

● taking on the role of carer for other familymembers.

Change in behaviour

● becoming clingy;

● becoming aggressive;

● beingwithdrawn, depressed or anxious;

● changes in eating habits;

● displaying obsessive behaviour;

● finding it hard to concentrate or take part in activities;

● missing school;

● showing signs of self-harm;

● using drugs or alcohol.

Procedures

When new staff or volunteers join our organisation, they are informed of the safeguarding
arrangements in place, the name of the DSL and how to share concernswith them. Please note
that the usual reporting channel is via the DSL, however anyone canmake a referral directly to
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the LSP or LADO. The contact details are included in this document.

Actions to be followed if there are concerns about a child or young person

● All staffmembers have a duty to identify and respond to suspected / actual abuse or
disclosures of abuse. Anymember of staff or volunteer who receives a disclosure or
allegation of abuse, or suspects that abusemay have occurredmust report it immediately
to the DSL.

● Where there is risk of immediate harm, concernswill be referred immediately
by telephone to the relevant LSP or the Police.

● Less urgent concerns or requests for support, including for Early Help, will be sent by
the DSL to relevant LSP.

● TheDSLmay also seek advice fromSocial Care or another appropriate agency about
a concern, if we are unsure how to respond to it.

● Where a concern is not seen to reach the threshold for a referral, the DSLwill keep
the concern on file andwill monitor the situation. Should the concern escalate, a
referral will bemade to the LSP.

● Wherever possible, wewill share any safeguarding concerns, or an intention to refer a child
to Children’s Social Care, with parents or carers. However, wewill not do sowhere it is felt
that to do so could place the child at greater risk of harm or impede a criminal
investigation. On occasions, it may be necessary to consult with the LSP and/or Police for
advice onwhen to share informationwith parents / carers.

● If amember of staff continues to have concerns about a child and feels the situation is not
being addressed or does not appear to be improving, the staffmember concerned should
press for reconsideration of the casewith the DSL.

● If, for any reason, the DSL is not available, or you do not feel that your concern is being
taken seriously, this should not delay appropriate action being taken. Any individual may
refer to the LSP or Police where there is suspected or actual risk of harm to a child. The
contact details are included at the beginning of this policy.

● Full records of reports and action takenwill bemaintained by the DSL and securely
stored in a specific safeguarding file.

Allegations of abuse against amember of staff or homestay

● If the allegation ismade about amember of the guardianship organisation staff or
homestay, the DSLmust contact the LADO immediately and follow their advice. They
must not investigate themselves. If the allegation is about the DSL, please contact the
LADO and follow the advice as above.

● IQ Consultancy LTDwill report promptly to the DBS any personwhose services are no
longer used for regulated activity because they have caused harm or posed a risk of harm
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to a child.

How to receive a disclosure from a child or young person

● Reassure the child and listen carefully — it is important that they know you believe them.

● Do not say youwill not say anything to anyone – in fact you have a duty to disclose this
to another person so do not promise confidentiality

● Make sure you take detailed notes, write everything down

● Ask open questions if appropriate, do not lead the conversation to find outwhat has
happened. Usewords such as tell me, explain or describe, and allow the student to speak

● Avoidwords such aswhat, why, how, when – thesewill be asked by the relevant agency if
appropriate.

● Ensure that you notify the police by calling 999 if you believe that the young person
is at immediate or serious risk of harm

● Contact the DSL KashaHandcock at +44 (0)7824 44 95 40 as soon as practicable
and in any casewithin 24 hours

● If the disclosure ismade out of hours, please use the emergency phone number +44
(0) 7522 84 80 26.

Sharing Safeguarding Information

Informationwill be sharedwith guardianship organisation staff, homestays and the school’s
DSL (of the school that the student attends) who ‘need to know’.

All staffmust be aware that they have a professional responsibility to share informationwith
other agencies in order to safeguard children and that the Data Protection Act 1998 andGeneral
Data Protection Regulations are not a barrier to sharing informationwhere a failure to do so
would place a child at risk of harm. There is a lawful basis for child protection concerns to be
sharedwith agencies who have a statutory duty for child protection.

All staffmust be aware that they cannot promise a child to keep secrets whichmight compromise
the child’s safety or wellbeing. However, staff are aware thatmatters relating to child protection
and safeguarding are personal to children and families, in this respect they are confidential and
the DSL andDDSLwill only disclose information about a child to othermembers of guardianship
organisation staff, homestays or the DSL of the school that the student attends on a need to
knowbasis.

The DSLwill always undertake to gain parent/carers consent to refer a child to Social Care unless
to do so could put the child at greater risk of harm, or impede a criminal investigation.
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Role of DSL andDDSL

TheDSLwill take lead responsibility for safeguarding and child protection (including online
safety). This will be explicit in the role holder’s job description. This person should have the
appropriate status and authority within the guardianship organisation to carry out the duties
of the post.

The DDSLwill be trained to the same standard as the DSL and the role will be explicit in their
job description.

The designated safeguarding lead is expected to:

● refer cases of suspected abuse to the local authority children’s social care as required;

● support staff and homestayswhomake referrals to local authority children’s
social care;

● refer cases to the Channel programmewhere there is a radicalisation concern as
required;

● support staff and homestayswhomake referrals to the Channel programme;

● refer caseswhere a crimemay have been committed to the Police as required;

● act as a point of contact with the three safeguarding partners;

● liaise with the Director of IQConsultancy LTD to inform of issues;

● liaise with staff and homestays onmatters of safety and safeguarding (including online
and digital safety) andwhen decidingwhether tomake a referral by liaisingwith relevant
agencies;

● act as a source of support, advice and expertise for all staff;

● ensure the guardianship organisation’s child protection policies are known, understood
and used appropriately;

● ensure the child protection policy is reviewed annually (as aminimum) and the procedures
and implementation are updated and reviewed regularly, andworkwith the Director
regarding this;

● ensure the child protection policy is available for all relevant parties on IQConsultancy
LTDwebsite;

● linkwith the safeguarding partner arrangements tomake sure staff are aware of any
training opportunities and the latest local policies on local safeguarding
arrangements.
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Contact Details for the DSL andDDSL

Role Name Contacts

Designated
Safeguarding Lead
(DSL)

KashaHandcock Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

Deputy Designated
Safeguarding Lead
(DDSL)

Ksenia Soldatikhina Phone: +44 (0)7522 84 80 26
Email:
k.soldatikhina@iqconsultancy.uk

24-Hour emergency
contact

KashaHandcock Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

Prevent

IQ Consultancy LTD has a separate policy that outlines our procedure for
Anti-Radicalisation and Prevent. This can be found on IQConsultancy LTDwebsite.

Prevent Lead Contact Details

Role Name Contacts

Prevent Lead KashaHandcock Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

Record keeping

IQ Consultancy LTDwill keep full records of any safeguarding concern reported to them.
Safeguarding recordswill be stored securely and separately to the general student files. These
will be stored confidentially by the DSL in either a locked cabinet (hard copies) or a password
protected file. Only the DSL andDDSLwill have access to these files.

Recordswill be detailed and accurate (either handwritten or using appropriate secure online
software). Thesewill include all concerns about a student even if there is no need tomake an
immediate referral and record the rationale for decisionsmade and action taken. Copies of any
correspondence or notes from conversationswith the LSP, school DSL or other external agency
will be included in the file.
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IQ Consultancy LTDwill ensure that the indication of the existence of the additional child
protection file ismarked on the student file record. Informationwill only be shared on a need to
knowbasis in order to safeguard the student.

Training and updates

IQ Consultancy LTDwill ensure that all staff receive training and regular updates that are
suitable for their roles. A formal record of all safeguarding trainingwill be kept.

All staff, volunteers andHost Families are encouraged to read Keeping Children Safe in Education (Part
1 and Annexe A).

DSL andDDSL

TheDSL andDDSLwill attend suitable face-to-face training as approved or provided by the
Local Safeguarding Partners (LSP), AEGIS or the NSPCC. This trainingwill be renewed every
three years.

Other staff

All othermembers of staff, volunteers and homestayswill receive appropriate safeguarding
training to an appropriate basic awareness level (previously referred to as level 1), every three
years. This will either be done online or in person. Homestays receive trainingwith Hosts
International. Members of staff and volunteers who have already completed suitable
safeguarding training for another provider that is still in datewill not be required to re-train. In
this case the DSLwill still need to ensure that the person fully understands IQ Consultancy LTD
own procedures for safeguarding.

All staffwill receive regular safeguarding updates, at least once per year – normally in
September. Thesewill be given by the DSL.

Whistleblowing and low-level concerns

IQ Consultancy LTD has a separate policy that outlines thewhistleblowing and low-level
concerns procedures. These protect staffmemberswho report colleagues they believe are
doing somethingwrong or illegal, or who are neglecting their duties.

Local Safeguarding Partnerships (LSPs)

IQ Consultancy LTDwill liaise with their Local Safeguarding Partnership (LSP) andwork in
partnershipwith other agencies in linewithWorking Together to Safeguard Children.
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Partner schools have their own safeguarding policies. These can be found on their website
andwill include the contact details for their LSP. IQ Consultancy LTD recognises that if any
safeguarding concerns occurredwhilst a studentwas in a homestay that was out of the
schools county then a different/additional LSP arrangementwould be required aswell. In this
case, IQ Consultancy LTDwill contact the relevant LSP and follow their procedures. Details
can be found on the Local Authority website. Thewebsite provides a link to all of the LSPs in
the country.

In the event of any contact information difficulties then IQ Consultancy LTD should call the
police as they are one of the partners.

The company is aware of how to access local agency contacts; this includes Local Safeguarding
Partnerships across the country and how to access locally agreed inter-agency procedures and
guidance. In addition, the company is aware of the non-emergency reporting procedures via the
Local Authority’s Children’s Services relevant to the area orMulti-Agency Safeguarding Hub
(MASH), or by telephoning the non-emergency Police number 101. For emergency situations, the
company is aware of the need to contact the relevant police force for the area by dialling 999, this
includes inWales and Police Scotland.

The company is aware that in Scotland, for a non-emergency referral or concern they can contact
the local children’s social work team. Their contact details can be found on thewebsite for the
local authority the child lives in, and in the table below. Alternatively they can contact the local
office of Scottish Children’s Reporter Administration.

The company is aware that inWales for a non-emergency referral or concern they can contact the
local child protection services. Their contact details can be found on thewebsite for the local
authority the child lives in.

Contact Details for LSPs and LADOs across the areas that IQConsultancy LTD operates

Area Role Contacts

Oxfordshire LADO
Alison Beasley

Multi-Agency
Safeguarding Hub
(MASH)

Phone:

01865815956
03450507666

Email:

lado.safeguardingchildren@oxfordshire.gov.uk
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Cambridgeshire LADO

Multi-Agency
Safeguarding Hub
(MASH)

Phone:

01223727967
03450455203

Email:

LADO@cambridgeshire.gov.uk

Brighton andHove LADO

Multi-Agency
Safeguarding Hub
(MASH)

Phone:

01273295643
01273290400

Email:

FrontDoorForFamilies@brighton-hove.gcsx.go
v.uk

Kent LADO

Kent Safeguarding
Children
Multi-Agency
Partnership

Phone:

03000410888
03000421126

Email:
kentchildrenslado@kent.gov.uk
kscmp@kent.gov.uk

Islington LADO
TimDjavit

Safeguarding Children
Board

Phone:

02075278102
02075277400

Email:

LADO@islington.gov.uk

Camden LADO

Multi-agency
Safeguarding Hub
(MASH)

Phone:

02079744556
02079743317

Email:

LADO@camden.gov.uk
LBCMASHadmin@camden.gov.uk
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Liaisonwith parents / agents and partner schools
● The guardianship organisationmay be required to share confidential safeguarding

informationwith the DSL of the school or college that the student attends.When a
studentmoves school or college, safeguarding informationmay be sharedwith the DSL of
the new school. All schools and colleges have their own safeguarding and child protection
policies that outline their procedures. These can be found on their websites.

● Whilst the guardianship organisationwill work openly with parents as far as possible, it
reserves the right to contact the LSP or the police, without notifying parents if this is
believed to be in the child’s best interests.

● IQ Consultancy LTDwill not usually share safeguarding informationwith agents unless
it is necessary to safeguard the student. In this case informationwill be provided on a
need-to-knowbasis and on the understanding that it should be kept strictly
confidential.

Further Detail on specific types of abuse

The following information is taken fromKeeping Children Safe in Education (2023). Please refer
to this document for further details, including additional types of abuse.

Safeguarding issues

All staff and homestays should have an awareness of safeguarding issues that can put children at
risk of harm. Behaviours linked to issues such as drug taking, alcohol abuse, deliberatelymissing
education and sexting (also known as youth produced sexual imagery) put children in danger.

Child-on-child abuse

All staff and homestays should be aware that children can abuse other children (often referred
to child-on-child abuse). This is most likely to include, butmay not be limited to:

● bullying (including cyberbullying);

● hate incidents and hate crimes –whichmay also include an online element.

● abuse in intimate personal relationships between children (sometimes known as
‘teenage relationship abuse’) –whichmay also include an online element.

● racism – occurs when a person is treated less favorably because of their skin colour, nationality,
ethnicity, or cultural group. Racist behaviour can include verbal abuse, physical attacks,
exclusion from activities or opportunities andmicroaggressions, which can be conscious and
unconscious. It can occur in person or online.
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● physical abuse such as hitting, kicking, shaking, biting, hair pulling, or otherwise
causing physical harm;

● sexual violence, such as rape, assault by penetration and sexual assault;

● sexual harassment, such as sexual comments, remarks, jokes and online sexual
harassment, whichmay be stand-alone or part of a broader pattern of abuse;

● online sexual harassment – thismay be stand-alone or part of awider pattern of sexual
violence and/or harassment.

● upskirting, which typically involves taking a picture under a person’s clothing
without them knowing, with the intention of viewing their genitals or buttocks to
obtain sexual gratification, or cause the victim humiliation, distress or alarm;

● sexting (also known as youth produced sexual imagery);

● initiation/hazing type violence and rituals.

Actions to be followed if there are concerns

● All staffmembers have a duty to identify and respond to suspected / actual abuse or
disclosures of abuse. Anymember of staff or volunteer who receives a disclosure or
allegation of abuse, or suspects that abusemay have occurredmust report it immediately
to the DSL.

● Where there is risk of immediate harm, concernswill be referred immediately by
telephone to the relevant LSP or the Police.

● Less urgent concerns or requests for support, including for Early Help, will be sent by the
DSL to relevant LSP.

● TheDSLmay also seek advice fromSocial Care or another appropriate agency about a
concern, if we are unsure how to respond to it.

● Where a concern is not seen to reach the threshold for a referral, the DSLwill keep the
concern on file andwill monitor the situation. Should the concern escalate, a referral will
bemade to the LSP.

● Wherever possible, wewill share any safeguarding concerns, or an intention to refer a
child to Children’s Social Care, with parents or carers. However, wewill not do sowhere it
is felt that to do so could place the child at greater risk of harm or impede a criminal
investigation. On occasions, it may be necessary to consult with the LSP and/or Police for
advice onwhen to share informationwith parents / carers.

● If amember of staff continues to have concerns about a child and feels the situation is not
being addressed or does not appear to be improving, the staffmember concerned should
press for reconsideration of the casewith the DSL.
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● If, for any reason, the DSL is not available, or you do not feel that your concern is being
taken seriously, this should not delay appropriate action being taken. Any individual may
refer to the LSP or Police where there is suspected or actual risk of harm to a child. The
contact details are included at the beginning of this policy.

● Full records of reports and action takenwill bemaintained by the DSL and securely stored
in a specific safeguarding file.

Serious violence

All staff and homestays should be aware of indicators, whichmay signal that children are at risk
from, or are involvedwith serious violent crime. Thesemay include increased absence from
school, a change in friendships or relationshipswith older individuals or groups, a significant
decline in performance, signs of self-harm or a significant change inwellbeing, or signs of
assault or unexplained injuries. Unexplained gifts or new possessions could also indicate that
children have been approached by, or are involvedwith, individuals associatedwith criminal
networks or gangs.

Childrenmissing from education

All staff should be aware that children goingmissing, particularly repeatedly, can act as a vital
warning sign of a range of safeguarding possibilities. Thismay include abuse and neglect, which
may include sexual abuse or exploitation and child criminal exploitation. It may indicatemental
health problems, risk of substance abuse, risk of travelling to conflict zones, risk of female genital
mutilation or risk of forcedmarriage. Early intervention is necessary to identify the existence of
any underlying safeguarding risk and to help prevent the risks of a child goingmissing in future.
Staff should contact the students’ school or college should they suspect a student ismissing from
education. The school or collegewill have a procedure for reporting this absence.

Child sexual exploitation

Child sexual exploitation is a form of child sexual abuse. It occurs where an individual or group
takes advantage of an imbalance of power to coerce, manipulate or deceive a child or young
person under the age of 18 into sexual activity (a) in exchange for something the victim needs or
wants, and/or (b) for the financial advantage or increased status of the perpetrator or facilitator.
The victimmay have been sexually exploited even if the sexual activity appears consensual. Child
sexual exploitation does not always involve physical contact, it can also occur through the use of
technology.

Like all forms of child sex abuse, child sexual exploitation:

● can affect any child or young person (male or female) under the age of 18 years,
including 16 and 17 year olds who can legally consent to have sex;
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● can still be abuse even if the sexual activity appears consensual;

● can include both contact (penetrative and non-penetrative acts) and noncontact
sexual activity;

● can take place in person or via technology, or a combination of both;

● can involve force and/or enticement-basedmethods of compliance andmay, ormay
not, be accompanied by violence or threats of violence;

● may occur without the child or young person’s immediate knowledge (e.g. through others
copying videos or images they have created and posted on social media);

● can be perpetrated by individuals or groups, males or females, and children or adults.

The abuse can be a one-off occurrence or a series of incidents over time, and range from
opportunistic to complex organised abuse; and is typified by some formof power imbalance in
favour of those perpetrating the abuse.Whilst agemay be themost obvious, this power
imbalance can also be due to a range of other factors including gender, sexual identity, cognitive
ability, physical strength, status, and access to economic or other resources.

Some of the following signsmay be indicators of child sexual exploitation:

● children who appear with unexplained gifts or new possessions;

● children who associate with other young people involved in exploitation;

● children who have older boyfriends or girlfriends;

● childrenwho suffer from sexually transmitted infections or become pregnant;

● childrenwho suffer from changes in emotional well-being;

● childrenwhomisuse drugs and alcohol;

● childrenwho gomissing for periods of time or regularly come home late;

● childrenwho regularlymiss school or education or do not take part in education.

Child criminal exploitation: county lines

Criminal exploitation of children is a geographically widespread form of harm that is a typical
feature of county lines criminal activity: drug networks or gangs groom and exploit children and
young people to carry drugs andmoney from urban areas to suburban and rural areas, market and
seaside towns. Key to identifying potential involvement in county lines aremissing episodes, when
the victimmay have been trafficked for the purpose of transporting drugs and a referral to the
National ReferralMechanism should be considered.

Like other forms of abuse and exploitation, county lines exploitation:
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● can affect any child or young person (male or female) under the age of 18 years;

● can affect any vulnerable adult over the age of 18 years;

● can still be exploitation even if the activity appears consensual;

● can involve force and/or enticement-basedmethods of compliance and is often
accompanied by violence or threats of violence;

● can be perpetrated by individuals or groups, males or females, and young people or
adults; and

● is typified by some formof power imbalance in favour of those perpetrating the
exploitation.Whilst agemay be themost obvious, this power imbalance can also be due
to a range of other factors including gender, cognitive ability, physical strength, status,
and access to economic or other resources.

Honour-based violence

(including Female GenitalMutilation and ForcedMarriage)

So-called ‘honour-based’ violence (including Female GenitalMutilation and ForcedMarriage)
So-called ‘honour-based’ violence (HBV) encompasses incidents or crimeswhich have been
committed to protect or defend the honour of the family and/or the community, including female
genital mutilation (FGM), forcedmarriage, and practices such as breast ironing. Abuse committed
in the context of preserving “honour” often involves awider network of family or community
pressure and can includemultiple perpetrators. It is important to be aware of this dynamic and
additional risk factors when decidingwhat form of safeguarding action to take. All forms of HBV
are abuse (regardless of themotivation) and should be handled and escalated as such.
Professionals in all agencies, and individuals and groups in relevant communities, need to be alert
to the possibility of a child being at risk of HBV, or already having sufferedHBV.

Actions

If staff have a concern regarding a child thatmight be at risk of HBV orwho has suffered from
HBV, they should speak to the designated safeguarding lead (or deputy). As appropriate, theywill
activate local safeguarding procedures, using existing national and local protocols for
multi-agency liaisonwith police and children’s social care. In schools, where FGMhas taken place,
since 31October 2015 there has been amandatory reporting duty placed on teachers- if a
teacher, in the course of their work in the profession, discovers that an act of FGMappears to
have been carried out on a girl under the age of 18, the teachermust report this to the police.

FGM

Comprises all procedures involving partial or total removal of the external female genitalia or
other injury to the female genital organs. It is illegal in the UK and a form of child abusewith
long-lasting harmful consequences.
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Forcedmarriage

Forcing a person into amarriage is a crime in England andWales. A forcedmarriage is one
entered intowithout the full and free consent of one or both parties andwhere violence, threats
or any other form of coercion is used to cause a person to enter into amarriage. Threats can be
physical or emotional and psychological. A lack of full and free consent can bewhere a person
does not consent or where they cannot consent (if they have learning disabilities, for example).
Nevertheless, some communities use religion and culture as away to coerce a person into
marriage. Schools and colleges can play an important role in safeguarding children from forced
marriage.

Domestic Abuse

The cross-government definition of domestic violence and abuse is:

Any incident or pattern of incidents of controlling, coercive, threatening behaviour,
violence or abuse between those aged 16 or over who are, or have been, intimate partners
or familymembers regardless of gender or sexuality.

The abuse can encompass, but is not limited to:

● psychological;

● physical;

● sexual;

● financial;

● emotional.

Exposure to domestic abuse and/or violence can have a serious, long lasting emotional and
psychological impact on children. In some cases, a childmay blame themselves for the abuse or
may have had to leave the family home as a result. Domestic abuse affecting young people can
also occur within their personal relationships, as well as in the context of their home life.
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Upskirting

‘Upskirting’ typically involves taking a picture under a person’s clothingwithout them knowing,
with the intention of viewing their genitals or buttocks to obtain sexual gratification, or cause
the victim humiliation, distress or alarm. It is now a criminal offence.

Online safety

The use of technology has become a significant component ofmany safeguarding issues.
Child sexual exploitation; radicalisation; sexual predation: technology often provides the
platform that facilitates harm.

The breadth of issues classifiedwithin online safety is considerable, but can be categorised
into three areas of risk:

● content: being exposed to illegal, inappropriate or harmful material; for example
pornography, fake news, racist or radical and extremist views;

● contact: being subjected to harmful online interactionwith other users; for example
commercial advertising aswell as adults posing as children or young adults;

● conduct: personal online behaviour that increases the likelihood of, or causes, harm; for
examplemaking, sending and receiving explicit images, or online bullying.

IQ Consultancy LTD recognises the risks posed to students online. Further information can be
found in the e-safety and bullying (including cyber-bullying) policies.

Private Fostering Compliance Policy

Policy statement

IQ Consultancy LTD recognisesmoral and statutory responsibility to safeguard and promote
thewelfare of all children and places the highest priority on ensuring the health and safety of
the students in their care.

The purpose of this policy is to provide staffwith the information they need in order to secure
positive outcomes for privately fostered children and reduce the risks to their welfare and
safety.

This policy is based on guidance from theNationalMinimumStandards for Private Fostering
and the Children Act 1989 and ensures that IQ Consultancy LTD adheres to their principles.

Full details can be found on thewebsite.

Themember of staff responsible for anywelfare, health and safety issues isKasha
Handcock—phone: +44 (0) 782444 9540.
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Aims and objectives

The aims and objectives of this document are to:

● Make sure that staff and volunteers are aware of their duties and functions in relation to
private fostering.

● Safeguard and promote thewelfare of children privately fostered by IQ Consultancy
LTD.

● Clarify what advice and support private foster carers and parents of privately
fostered childrenmay receive.

● Clarify what advice and support children privately fostered should/may access so
that their welfare is safeguarded and promoted.

Definitions

Aprivately fostered child is defined in the Children Act 1989 as a child under the age of 16 (or
under 18 if the child has disabilities) who is cared for and providedwith accommodation for 28
days ormore by someonewho is not the child’s parent, or close relative, or someonewith
parental responsibility. It is a private arrangement between parent and IQConsultancy LTD.

Language Schools andHost Families—children attending Language Schoolsmaymeet the
criteria for private fostering. Such children are usually boardedwith ‘host’ families. If the
arrangementmeets the criteria for private fostering, it will be considered to be private fostering.

Holiday schemes—where ‘holiday’ schemes are organised and children are boardedwith host
families the arrangementwill be treated as private fostering if the length of staywith the host
family or the age of the childmeets the criteria for private fostering.

Guardianship Organisations — Guardianship organisations provide "guardians" with whom
children who are at boarding school can livewhen the school closes during the holidays and the
child is unable to return to livewith his/her parents.
This usually applies to childrenwhose parents are abroad and, for whatever reason, cannot have
the child backwith them.Where such arrangements are intended to last formore than 28
consecutive days then they should be treated as a private fostering arrangement.

Principles

IQ Consultancy LTDworks to the following principles:

● Child focused — the child’s welfare, safety and needs are at the centre of the process at
all times. The child’s wishes and feelingswill be given full consideration.

● Partnership— all staff, volunteers and homestayswill work in partnershipwith children,

29



parents, and other organisations to ensure that themost appropriate services are
provided tomeet assessed needs.

● Anti-discriminatory practice — all services providedwill be free from
discrimination, prejudice or racism.

Local authority role in safeguarding and promotingwelfare

IQ Consultancy LTDmust notify the appropriate Local Authority at least six weeks before the
arrangement is to begin.Where the arrangement is to beginwithin six weeks, the local
authority is to be informed immediately.

In order to understand the child and to care for him or her IQ Consultancy LTD has to require
information about the child and this information should be passed on to the Local Authority when
giving notification. This information should include:

● the child’s historywhich can include the child’s name, sex, date and place of birth;

● information regarding the child’s health;

● eating preferences;

● education;

● religious, cultural or ethnic background;

● hobbies.

IQ Consultancy LTD should give them the Local Authority information includingwhat has been
outlined above and should also include:

● the name and current address of the person giving notice;

● the date onwhich the intended private fostering arrangementwill start or when it
started;

● any conviction, disqualification or prohibition imposed on the private foster carer or any
other person living or employed at his/her household;

● any court orders relating to the child.

IQ Consultancy LTDmust also notify the appropriate Local Authority of any change of their
circumstances regarding the above. The Local Authority should also be notified if the child has
a new private foster carer.

IQ Consultancy LTDmust record all correspondencewith the local authority private fostering
team and secure relevant permissions to share such information as is necessarywith the student,
parents, agents (where appropriate), homestay and partner school.

Full details can be found on thewebsite.
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Bullying including Cyberbullying and E-Safety Policy
Policy Statement

The purpose of this policy is:

● to help prevent bullying (including cyber-bullying) from happening to students in
our care;

● tomake sure bullying is stopped as soon as possible if it does happen and that those
involved receive the support they need;

● to provide information to all staff, volunteers, students and their parents aboutwhat
we should all do to prevent and deal with bullying;

● to ensure the safety of our students who use the internet and related
communication technologies.

IQ Consultancy LTD believes that:

● children and young people should never experience abuse of any kind;

● we have a responsibility to promote thewelfare of all children and young people, to
keep them safe and to practise in away that protects them.

IQ Consultancy LTD recognises that:

● bullying causes real distress. It can affect a person’s health and development
and, at the extreme, can cause significant harm;

● all children, regardless of age, disability, gender reassignment, race, religion or belief, sex or
sexual orientation, have the right to equal protection from all types of harm or abuse;

● the potential impact of bullying on thewider family of those affected sowill work in
partnershipwith parents/carers regarding all reported bullying concerns andwill seek to
keep them informed at all stages;

● everyone has a role to play in preventing all forms of bullying (including online) and
putting a stop to it.

IQ Consultancy LTD undertakes:

● tomonitor and review our anti-bullying policy and practice on a regular basis;

● to support staff to promote positive relationships to help prevent bullying;

● to ensure students in our care are aware that bullying concernswill be dealt with
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sensitively and effectively; that everyone should feel safe to learn and abide by the
anti-bullying policy;

● to utilise support from the Local Authority and other relevant organisationswhen
appropriate.

Contact Details

Designated lead for safeguarding and child protection

KashaHandcock

Phone: +44 (0) 782 444 9540

Email: k.handcock@iqconsultancy.uk

NSPCCHelpline: 0808 800 5000

Bullying is repeated over time behaviour that hurts a student or group physically or emotionally
and is oftenmotivated by prejudice against particular groups, for example, on grounds of race,
religion, culture, sex, gender, homophobia, special educational needs and disability, or because a
child is adopted or is a carer.

Cyberbullying is bullying that takes place using technology including social media sites, mobile
phones, gaming sites. Unlike bullying in the real world, online bullying can follow the child
wherever they go, via social networks, gaming andmobile phones.

E-Safety. Areas of risk

An effective approach to online safety empowers a school, college, guardian or homestay to
protect and educate children in their use of technology and establishesmechanisms to identify,
intervene in and escalate any incidentwhere appropriate.

The breadth of issues classifiedwithin e-safety is considerable, but can be categorised into three
areas of risk:

● content: being exposed to illegal, inappropriate or harmful material, for exampleweb
pages, indecent images of children or pro-eating disorder or self harmwebsites;

● contact: being subjected to harmful online interactionwith other users, for example
cyberbullying or grooming;

● conduct: personal online behaviour that increases the likelihood of, or causes, harm.
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Online abuse is a type of abuse that happens on theweb, whether through social networks,
playing online games or usingmobile phones and can include: grooming (building an
emotional connectionwith a child to gain their trust for the purposes of sexual abuse,
sexual exploitation or trafficking), sexual abuse, ‘sexting’ or youth produced imagery,
sexual exploitation, county lines gang recruitment, radicalisation or emotional abuse from
people they know aswell as from strangers.

IQ Consultancy LTD recognises that Bullying and Cyberbullying can take different forms and
no single signwill indicate for certain that a child is being bullied, to do our best to indicate
any forms of bullying, and protect from it students in our carewe follow recommendations
given byNSPCC.

Homestays play a crucial role in ensuring that the students who staywith them use the internet
andmobile devices in accordancewith the guidance containedwithin the HomestayManual.
Hosts International will take every opportunity to help homestays understand the issues by
providing them regular safeguarding updates and training to an appropriate basic awareness
level.

Students are responsible for using the internet andmobile devices in accordancewith the
guidance in the Student Handbook.KashaHandcock further supports students in raising their
awareness of how to stay safe online through our social media updates, policies andwebsite.

To supervise internet access and set boundaries aboutwhat staff, students and homestays can
and cannot do onlinewe encourage them to set an appropriate agreementwith students
according towhichwewould ask the homestay throughHosts International Ltd to restrict
internet access for an agreed period of time if a child doesn’t complywith the rules.

Below is some suggested advice for talking to children about online safety:

Think UKnow
NSPCC
Childnet

TheNSPCC encourage talking to children about online privacy and being ‘Share Aware’.

Procedures

Wewill take seriously and investigate any bullying or cyberbullying concerns that are reported to
us:

● Students will bemade aware that they can talk to their parents, teachers, homestay, or
amember of IQ Consultancy staff about any bullying concerns theymay have.

● IQ Consultancy staffmembermay receive a report of any suspected abuse from a
student, parent or other source by face to face disclosure, email or telephone call. This
disclosurewill be recorded inwriting by themember of staff (using the ‘Tell Explain
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Describe’ model if the information is being given by a student);

● Any concerns raised by a student, parent, homestay, member of staff or other source
will be reportedwithin 24 hours toKashaHandcock. Thewritten record (see above)
must be submitted at this time.

● TheDSLwill hold an emergency strategymeeting to discuss the incident, assess the
alleged threat and risk to the student (including any relevant facts about the child which
may affect their vulnerability including age and ability), implement an action plan and
continue to review the situation until a resolution has been achieved.Written noteswill be
kept securely of thismeeting by the DSL.

● TheDSLwill arrange for the young person to be helped and supported in recognition of
the pressures (and possible vulnerabilities) theymay have been under as a result of the
suspected abuse.

● Any concerns that bullying (including cyber-bullying) has taken place at a student’s
school will be referred to the DSL of the school concerned.

● If the alleged bullying incident involves amember of the homestay family, or another
student staying at the homestay, IQ Consultancy LTDwill investigate fully as outlined
above and if necessary find alternative accommodation for the student.

● Parents will be kept informed about the situation and the actions that themembers of
IQ Consultancy are taking unless there is good reason to believe that involving these
parties would put the young person at risk of harm.

● Wewill support the victim and the perpetrator (if they are a student in our care) and
monitor students well-being following a bullying incident for as long as necessary.

● Where there is ‘reasonable cause to suspect that a child is suffering, or likely to suffer,
significant harm’ due to bullying, wewill refer thematter to local agencies.

● Please note that strong sanctions such as termination of our contractmay be
necessary in cases of severe and persistent bullying.

● Full recordswill be kept of any bullying concerns and of any actions taken. Thesewill be
held confidentially byKashaHandcock.

Specific cyberbullying procedures in addition to the above

● In the case of cyberbullying support for the student could include helping them to
understand how to recognise the early signs of online abuse, thewider issues and
motivations of online abuse andmaking available relevant information andmaterial. This
help and support could be provided by accredited organisations such as the school,
National Society for the Prevention of Cruelty to Children (NSPCC), ChildLine and
National Crime Agency (NCA) – Child Exploitation andOnline Protection Centre (CEOP)
websites and helplines.
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● TheDSLwill ensure that viewing of the images or other content is onlymadewhere there
are good and clear reasons to do so (unless unavoidable because the student haswillingly
shown amember of staff), basing incident decisions onwhat the DSL has been told about
the content of the imagery or other content. The DSLwill ensure that staffmembers do
not search through devices and delete imagery unless there is a good and clear reason to
do so.

● TheDSLwill consider the need to ask for the student to produce the device as evidence.
The viewing of any images, other content or seizing of any devices will be recorded
including those present, date and time.

● The incidentwill be referred to a statutory agency (Children’s Services on the Local
Authority telephone number or the police by dialling 101) immediately if there is a
concern a young person has been harmed or is at immediate risk of harm (telephone the
police by dialling 999).Thiswould include information coming to light if at the initial
stage:

○ The incident involves an adult.

○ There is reason to believe that a young person has been coerced, blackmailed
or groomed, or if there are concerns about their capacity to consent (for
example owing to special educational needs).

○ What you know about the imagery or other content suggests the content
depicts sexual acts which are unusual for the young person’s developmental
stage, or are violent.

○ The imagery or other content involves sexual acts and any pupil in the imagery is
under 13.

○ You have reason to believe a student is at immediate risk of harm owing to the
sharing of the imagery, for example, the young person is presenting as suicidal or
self-harming.

○ Where thematerial or activities found or suspected are illegal and there is no
immediate risk to the child, The Child and ExploitationOnline Paedophile Unit
should be informed.

○ If none of the above apply, the DSLmay decide to respond to the incident
without involving the police or children’s social care. The DSL can choose to
escalate the incident at any time if further information/concerns come to light.
The decision should be recorded in linewith the Safeguarding Policy and Child
Protection Policy, and regularly reviewed throughout the process of responding
to the incident.

● The decision to respond to the incidentwithout involving the police or children’s social
carewould bemade in caseswhen the DSL is confident that they have enough
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information to assess the risks to pupils involved, and the risks can bemanagedwithin
IQ Consultancy LTD support framework and network for the child.

● TheDSLwill advise the young person to delete imagery or other content, and to confirm
they have deleted the imagery. Young people should be given a deadline for deletion
across all devices, online storage or social media sites on the basis that possession of
youth produced sexual imagery is illegal.Where a young person refuses or is later
discovered to have not deleted the images or other content, they are committing a
criminal offence and the policemay become involved. A recordwill bemade of these
decisions as per the Safeguarding Policy including decisions, times, dates and reasons. IQ
Consultancy LTDmaywish to invoke their ownmeasures to discourage young people
sharing, creating or receiving images in linewith behaviour policies.

● Where the DSL is aware that youth produced sexual imagery or other content has been
unavoidably viewed by amember of staff, the DSL should ensure that the staffmember
has appropriate support. Viewing youth produced sexual imagery or other content can be
distressing for both young people and adults and appropriate emotional supportmay be
required.

● Where police action has been instigated for an incident involving amember of staff or
volunteer, IQ Consultancy LTD internal procedureswill take place at the conclusion of
the police action. A suspensionwill be likely to take place before the internal
procedures begin.

Related policies and procedures

This policy statement should be read alongside our organisational policies and procedures
including:

● Safeguarding and Child Protection Policy;

● StaffCode of Conduct;

● Student Behaviour Code of Conduct.

Anti-Radicalisation Policy

Policy Statement

IQ Consultancy LTD recognise the importance ofmaking all individuals aware of the Prevent
Strand of the national Contest strategy, the policy and procedure to follow if they identify any
concerns in relation to radicalisation and extremism, and howwe canworkwith partners to
protect children from this form of child abuse.
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Legislation

Contest is the name of the UK’s strategy to respond to the threat of domestic and international
extremism, and the steps that need to be taken to protect the public. The strategy aims to reduce
the risk to the UK and our assets overseas, so that people can go about their lives freely andwith
confidence.

Contest is split into four strands:

Prevent— to stop people becoming terrorists or supporting terrorism.

Protect— to strengthen our protection against terrorist attacks.

Pursue— to stop terrorist attacks.

Prepare—when an attack cannot be stopped tomitigate its impact.

From July 2015 schools and colleges are subject to section 26 of the Counter-Terrorism and
Security Act 2015, which states that in the exercise of their functions they are to have “due
regard to the need to prevent people frombeing drawn into terrorism” i.e. the unofficial or
unauthorised use of violence and intimidation in the pursuit of political aims. This duty is known
as the Prevent Duty and applies to awide range of public-facing bodies.

The Prevent strategywas revised in 2011 and has the three following objectives:

1. Challenging terrorist ideology byworking closely with other local and national
agencies and partners, including our communities.

2. Supporting vulnerable individuals through intervention projects.

3. Work closely with institutionswhere risksmay occur such as education, prisons and
health.

This duty is passed onto schools in the statutory guidanceKeeping Children Safe in
Education (2023)which states that protecting children from the risk of radicalisation (i.e.
the process where someone is lead to adopt extreme political, social and religious ideals and
aspirations), should be seen as part of schools’ and colleges’ wider safeguarding duties, and is
similar in nature to protecting children fromother forms of harm and abuse:

“Extremism is the vocal or active opposition to our fundamental values, including democracy,
the rule of law, individual liberty and themutual respect and tolerance of different faiths and
beliefs. This also includes calling for the death ofmembers of the armed forces. Radicalisation
refers to the process bywhich a person comes to support terrorism and extremist ideologies
associatedwith terrorist groups. There is no single way of identifyingwhether a child is likely to
be susceptible to an extremist ideology. Background factors combinedwith specific influences
such as family and friendsmay contribute to a child’s vulnerability. Similarly, radicalisation can
occur throughmany differentmethods (such as social media) and settings (such as the
internet). However, it is possible to protect vulnerable people from extremist ideology and
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intervene to prevent those at risk of radicalisation being radicalised.”

IQ Consultancy LTD staff should be alert to changes in reports of changes in children’s
behaviour which could indicate that theymay need help or protection. Staff are encouraged to
use their judgement in identifying childrenwhomay be at risk of radicalisation and to report any
concerns to the Prevent LeadKashaHandcock. Thismay result in the Prevent Leadmaking a
referral to the Channel programme.

Policy

Staffmembers are expected to have a general understanding of the risks affecting children and
young people, how to identify individual childrenwhomay be at risk of radicalisation andwhat to
do to support them. This policy outlines a clear procedure for protecting children at risk of
radicalisation.

IQ Consultancy LTD understands that the Prevent duty builds on existing partnerships for
examplewith schools, parents and Local Safeguarding Partnerships. This policy considers the
need for effective engagementwith partners who are in key positions to spot signs of
radicalisation (where this would not expose the child to further risk) and the need to be able to
offer assistance and advice to thosewho raise concerns, andwho require signposting to the right
supportmechanism. IQ Consultancy LTD has a Prevent Leadwho is responsible for dealingwith
any concerns in relation to radicalisation:

Prevent Lead Contact Details

Role Name Contacts

Prevent Lead KashaHandcock Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

24-Hour
emergency
contact

Ksenia
Soldatikhina

Phone: +44 (0)7522 84 80 26
Email: k.soldatikhina@iqconsultancy.uk

IQ Consultancy LTD understands the importance of awareness training for staff to identify
children at risk of being drawn into terrorism and to challenge extremist ideas (i.e. extreme
political or religious views). Staff training needs are assessed internally with the Prevent Lead
andDSL being the point of advice and support for staff, with regular safeguarding updates being
circulated.

IQ Consultancy LTD ensures that staff have an awareness of the advice offered to schools by the
Department for Education on the Prevent duty. The Government has launched the ‘educate
against hate’ website which provides information, tools and resources needed to recognise and
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address extremism and radicalisation in children and young people.

Recognising risks and vulnerabilities of radicalisation

Children and young people can be drawn into violence or exposed tomessages of extremist
groups bymanymeans, including family or friends influences, direct contact with extremist
groups of organisations, and through the internet.

The risk of radicalisationmay be combinedwith other vulnerabilities including:

Identity Crisis—Distance from cultural/religious heritage and uncomfortable with their
place in the society around them.

Personal Crisis—Family tensions; sense of isolation; adolescence; low self-esteem;
disassociating from existing friendship group and becoming involvedwith a new and
different group of friends; searching for answers to questions about identity, faith and
belonging.

Personal Circumstances—Migration; local community tensions; events affecting country or
region of origin; alienation fromUK values; having a sense of grievance that is triggered by
personal experience of racism or discrimination or aspects of Government policy.

Unmet Aspirations—Perceptions of injustice; feeling of failure; rejection of civic life.

Criminality—Experiences of imprisonment; poor resettlement / reintegration; previous
involvementwith criminal groups.

Potential risk indicators include:

● use of inappropriate language;

● possession of violent extremist literature or accessing extremist websites;

● behavioural changes;

● the expression of extremist views;

● advocating violent actions andmeans;

● associationwith known extremists;

● articulating support for violent extremist causes or leaders;

● using extremist views to explain personal disadvantage;

● joining or seeking to join extremist organisations;

● seeking to recruit others to an extremist ideology.

Some childrenmay be at risk due to livingwith or being in direct contact with known
extremists.
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IQ Consultancy LTDwill assess the specific risks of radicalisation for the students in our care and
review this risk assessment at least annually.

Workingwith partners to protect children

IQ Consultancy LTD recognises the opportunity that the company has to support partners
including schools andmedical professionals in helping to protect and support children and young
people at risk of radicalisation. Disclosures and concerns can be reported to IQ Consultancy LTD
staff in relation to our own students, and also in relation to other children and young peoplewho
our studentsmay be in contact with.

As radicalisation and extremism are forms of child abuse, IQ Consultancy LTD is aware of the
duty to report cases or concerns in linewith the company’s Safeguarding and Child Protection
Policy. The Prevent Leadwill make a report to the police or the anti-terrorist hotline on 0800
789 321 for potential terrorist or extremist activity. Non-urgent concernswill be reported by
the Prevent Lead to the Prevent Single Point of Contact within the relevant police force.

Staff should be aware that anonymous reports of suspicious activity can be reported through
Crimestoppers on 0800 555 111 or via police forcewebsites. Anonymous reports of potential
terrorist or extremist activity can also bemade to the anti-terrorist hotline on 0800 789 321.

Awareness Training for Staff

The following sites provide online training for staffwho can regularly self-brief on how to
identify children and young peoplewho are at risk of radicalisation and extremism. Staff are
expected to use these tools annually to complement the safeguarding training provided by IQ
Consultancy LTD provided by the company.

Online Course
Governmentwebsite with advice offered to schools

Procedure for reporting concerns
1. IQ Consultancy LTD staffmember receives a report about a child or young person

displaying indicators of radicalisation from a student, member of staff at a school, parent
or other source by face to face disclosure, email or telephone call, or staffmember
develops concerns that a child or young person is displaying possible indicators of
radicalisation.

2. IQ Consultancy LTD staffmember adheres to the Safeguarding and Child Protection
Policy including contemporaneously recording the disclosure in themost appropriate
format (using the Tell Explain Describemodel if the information is being given by a
student), or reporting their concerns in writing to the Prevent Lead,KashaHandcock
Phone: +44 (0) 782 444 9540.

3. The record of the disclosure is reported verbally as soon as practicable to the Prevent
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Lead,KashaHandcock Phone: +44 (0) 782 444 9540.

4. The staffmembermust submit awritten record of the disclosure or concern to
the DSLKashaHandcock Phone: +44 (0) 782 444 9540.

5. The Prevent Leadwill hold an emergency strategymeeting to discuss the incident, assess
the alleged threat and risk to the child, implement an action plan and continue to review
the situation until a resolution has been achieved. Themeetingwill be recordedwith
timed and dated entries within an incident Record to record all actions and updates.

6. The incidentwill be referred to a statutory agency for further reviewwhere this is a
necessary, relevant and proportionate course of actionwhere a child or young person
may be at risk of suffering significant harm or in need of support.

Missing Student Procedure

Statement

This policy is designed to be implemented in caseswhere students are believed to be absent or
missing from the care of IQ Consultancy LTD. The purpose of the policy is to locate the student
by the safest and fastestmeans possible.

IQ Consultancy LTD is committed to safeguarding and promoting thewelfare of children and
young people.

This policy is required to ensure thatmissing or absent students (who are not under the duty of
care of the school), are subject to an appropriate response by IQ Consultancy LTD. This is to
ensure that children are found and returned to an approved location as soon as practicable.

The benefits of this policy are that all reports ormissing/absent people will be recorded. The
policy provides amodel and framework for response and dealingwith incidents dependent on
the risk posed. This policy is applicable to all staffmemberswhomay become involved in the
initial stages of a report of amissing child or young person.

IQ Consultancy LTDwill respond appropriately to reports ofmissing and absent persons. Every
report risk will be assessed so that thosewho are vulnerable or represent a high riskwill be
immediately identified. This process shall be on-going, dynamic and supervised in each and every
casewith a focus on locating the person safely andmitigating any risk posed to others.Where
criminality is associatedwith either the initial disappearance or subsequent harbouring of those
whowish to remain absent, this will be reported to the police.
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24-hour contact number for students, staff, volunteers, homestays and schools to report any
missing students to IQConsultancy LTD +44(0)7522 848026.

Definitions

IQ Consultancy LTD adoption of distinct definitions to determinewhether someone is
missing or absent is in accordancewith theNational Police Chiefs Council definitions (issued
by ACPO in 2013). The following definitions are includedwithin the Local Safeguarding
Children Board protocols:

Absent—a child or young person is not at a placewhere they are expected or required to be
and there is no apparent risk.

Missing—a child or young personwhosewhereabouts cannot be established andwhere the
circumstances are out of character, or the context suggests the personmay be subject to
crime or at risk of harm to themselves or another.

Supporting Reference Documents

● NPCCpublications;

● Working Together to Safeguard Children 2023;

● Child sexual exploitation 2017;

● Scoping Report onMissing and Abducted Children—CEOP;

● Local Safeguarding Children Board Protocols —Reporting childrenwho gomissing from
care ;

● Statutory Guidance on childrenwho run away or gomissing from home or care—
Department of Education 2014;

● ChildrenMissing Education.

Procedure

This workflow applies when a young person is absent (they are notwhere they are supposed to be
but there is no apparent risk) or when they aremissing (unexpected and uncharacteristic absence
which causes concern for their safety). It applies when they are under the care of IQ Consultancy
LTD during journeys around the UK organised by us or at a homestay.

TheDSLKashaHandcock, shall manage any cases of absent ormissing children or young people,
and as such all reportsmust be brought to the attention of the DSL.
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If a child or young person goesmissing out of hours and receives a report then the on duty
manger is responsible for ensuring the completion of the initial reasonable enquiries where a
student is absent/missing during an event (for example half term, exeat or during a
suspension/expulsion) whichwill include:

● if appropriate, reviewing the flight and transfer details (with communication to the airline and
transfer company to confirm transport arrangements for the student);

● texting, emailing and phoning the student (leaving amessage if no answer) asking them tomake
contact with the on dutymember of staff and repeating this contact every 30minutes;

● texting, emailing and phoning the house parent to collate any relevant information about
thewhereabouts of the student — this is only possible if the houseparent is at school;

● texting, emailing and phoning the parent to collate any relevant information
about thewhereabouts of the student;

● texting, emailing and phoning the homestay to collate any relevant information
about thewhereabouts of the student;

● review of information held on filewhichmay indicate friends or associates who the
studentmay bewith.

Anymember of staff or homestaymay report a child or young person as absent ormissing to the
police where they have genuine concerns for their safety.

Following a risk assessment, the receiving police forcewill record a report of absent ormissing
where there are grounds to do so. In cases ofmissing children or young people, the police will
work cooperatively with Children’s Social Care staff during any enquiry.

The incident lead is responsible for ensuring the school is informed of any reportmade to the
police of an absent ormissing child or young person, as the school retains the overall duty of
care. The school should be updatedwith any developments as they should know the
whereabouts of the student at all times, especially those on visas.

The incident lead is responsible for ensuring that the parents are informed of any reportmade to
the police of an absent ormissing child or young person. The parents should be regularly
updated (recommended aminimumof every 4 hours) with any developments. This is to ensure
that they are fully informed as to the situation involving their son or daughter.

All missing person reports are to be reviewed by the DSLKashaHandcock as soon as
practicable with subsequent on-going daily review until the incident is resolved.

Process and Response— report of amissing child

1. A child or young personwho falls into the ‘Missing’ Categorymust be reported to
the police as soon as possible by telephoning 101 for a non-emergency report or
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999 for an emergency response i.e. information received that a child or young
person is in immediate danger of harm.

Youwill need to ensure that you are transferred to the force relevant to the area
the child ismissing/absent from. If calling 999 youwill need to tell the call handler
to stay on the line, while you are transferred to the relevant force.

2. The DSLwill ensure that the following information is gathered for the initial report
to the police:

a. name, date of birth and nationality of the child or young person;

b. the specific concern for the child or young person;

c. whether they are likely to be subjected to crime, victim of abuse or at risk of sexual
exploitation;

d. whether the child or young person likely to attempt suicide;

e. whether the child or young person likely to pose a danger to other people;

f. what actions have been completed so far to locate the child or young
person;

g. a description of the child or young person, including their build, hair, clothing and
glasses;

h. details of when the child or young personwas last seen andwithwhom;

i. personal details of the child or young person (including anymedical conditions or
ailments);

j. any previous history of absconding/absenteeism and circumstances of where
found;

k. the circumstances under which the child or young person is absent;

l. any factors which increase the risk to the child or young person;

m. homestay address.

Information thatmay be needed later to extend investigations if the young person is not located:

● a recent photograph (if available);

● family addresses and contact telephone numbers;

● known associates, telephone numbers and addresses frequented;

● the names and addresses of the child or young person’s GP and dentist;

● the circumstances under which the child or young person is absent;

44



● any factors which increase the risk to the child or young person;

● school andHouseparent addresses and contact details;

● details of any travel and accommodation plans authorised by the overseas
parents;

● details of any social media accounts thatmay be open to the public.

3. The incidentmust be recorded as an incident report file with regular updates being added
until thematter has been resolved. If a police report has beenmade, the police incident
reference numbermust be recorded. A record of all emails should be included in the
incident report file.

4. Following the report to the police, the parents, school and homestay(if applicable)must
be informed and requested to contact the DSLKashaHandcockwithout delay if the child
or young personmakes contact.

Process and Response— report of an absent child

1. If a child or young person is considered to fall within the definition of absent, the decision
to record the child as such, together with the evidence supporting that decisionmust be
recorded. The absence of a child or young personmust be recorded in the Student File as
an ‘incident’.

2. Details of children or young peoplewho are absent should still be notified to the police
(using the non-emergency telephone number 101 or the emergency telephone number
999) in order that a record of the child or young person’s absence can bemade, an
agreement can be reached onwhat needs to be done, review times and on-going actions.
Although there is an expectation that IQ Consultancy LTD should continue tomake
reasonable enquiries to locate the child or young person, the policemay also initiate some
enquiries as appropriate.

3. TheDSLKashaHandcockwill notify the school and parents/agent of the incident, and
regularly provide updates to both parties (minimum every 4 hours) with news of any
developments, or confirmation that there have been no developments since the last
update. This also affords an opportunity for the school or parents to update the DSL
with any contact theymay have had from the student or other information received. All
updates provided to the school and parentsmust be recorded in the incident record.

4. IQ Consultancy LTD staffwill constantly review the circumstances in the light of any
enquiriesmade or information received, and inform the police of any developments by
telephoning 101, quoting the reference number and providing the new information
received. If the period of absence continues for six hours, consideration should be given
as towhether the child should still be regarded as absent, or whether they should nowbe
considered asmissing. Six hours should be regarded as themaximumperiod before
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reconsideration, and inmany cases a shorter periodwould bemore appropriate.

5. Any case of an absent child or young personwhich causes significant concern, or gives
rise to the suspicion of harm, should be brought to the attention of the Designated or
Deputy Safeguarding Leadswithout delay and should be reviewedwith a view to the
possibility that this is amissing child or young person.

Informing themedia

The Police are responsible for advising themedia regarding children or young peoplewho are
reported asmissing. The decision to publicise thesematters will always bemade in consultation
with the parents who have to give their signed consent before themedia are able to circulate the
details. As such, nomember of IQ Consultancy LTD should release any details to themedia and
must refer any contact from themdirectly to the relevant force’sMedia RelationsOffice.

The Return

1. The police are responsible for ensuring that the child or young person reported
missing has returned safe andwell, and has an opportunity to disclose any relevant
issues in the return interview.

2. Where a child or young person has been reported as absent to the police theywill not be
given a return interview. In such cases, an IQ Consultancy LTDmember of staffwill
conduct the return interview to allow the child or young person an opportunity to talk to
someone about their absence.

3. Where an allegation of any form of child abuse ismade or becomes evident, child
protection proceduresmust be implemented and immediate contactmust bemadewith
the police child protection team and the Local Authority Child Protection Servicewhere
the child is living.

4. If there is any suggestion that the child has been a victim or perpetrator of crime,
considerationmust be given to securing evidence by police including by forensic
examination. This should also include securing clothing and delayingwashing/bathing in
relevant cases. Staffmust remember that all necessary permissionsmust be obtained
from the child or young person’s parents and/or thosewith parental responsibility. The
priority is to recognise that thewelfare of the child or young person is paramount and
careful considerationmust be given to the potential effects of such procedures on the
child or young person.

5. Any persons informed of the child or young person’s absence should be advised of the
child or young person’s returnwithout delay including the school and parent.

6. For a child or young personwho has been reported as absent ormissing on two ormore
occasions, IQ Consultancy LTDwill decide in consultationwith others, whether a formal
review of the guardianship is required.
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ChildrenMissing Education

ChildrenMissing Education (2016) is statutory guidance that sets out key principles to enable
local authorities in England to implement their legal duty under section 436A of the Education
Act 1996 tomake arrangements to identify, as far as it is possible to do so, childrenmissing
education (CME).

ChildrenMissing Education explains that:

"All children, regardless of their circumstances, are entitled to an efficient, full time education
which is suitable to their age, ability, aptitude and any special educational needs they may
have.

Childrenmissing education are children of compulsory school agewho are not registered pupils
at a school and are not receiving suitable education otherwise than at a school. Childrenmissing
education are at significant risk of underachieving, being victims of harm, exploitation or
radicalisation, and becomingNEET (not in education, employment or training) later in life.
Effective information sharing between parents, schools and local authorities is critical to
ensuring that all children of compulsory school age are safe and receiving suitable education.
Local authorities should focus their resources effectively in intervening early in the lives of
vulnerable children to help prevent poor outcomes."

Should IQ Consultancy LTD become aware that a student in their care ismissing from
education, theywill notify the school or college that the student attends immediately.

Emergency Procedure
Statement
The safety of our students is ourmain priority. IQ Consultancy LTD acknowledges that theremay
be situations out of their control that require planning for. This plan outlines what IQ
Consultancy LTDwill do in the event of an emergency.

(Please note that the scenarios are not exhaustive).

Emergency Procedure

Dealingwith an emergency

It is important that staffwho receive an emergency call keep calm and remember to note all of
the information provided. Youmay need to provide reassurance and support to the informant as
theymay be upset, suffering from shock ormay panic.

● Ascertain outwhat has happened, gathering asmuch information as you can.
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● Discuss with the informantwhat action needs to be taken and bywhom.

● Keep awritten record of the information and of any actions taken. (A template for
recording incidents is included at the end of this plan).

● TheDirector KashaHandcock should be informed immediately about the situation.

Specific scenarios

Please note that specific scenariosmay require a bespoke plan that will include further details
on howwewill handle the issue.Where this is the case IQ Consultancy LTDwill circulate the
planwith all relevant parties.

Cancelled Flights

When a student’s flight is cancelled in the UK IQ Consultancy LTDwill arrange for suitable care. If
necessary students will be accommodated in an emergency homestay until it is possible to travel.
Where a student is waiting at an airport without amember of our staff, students are required to
contact IQ Consultancy LTD as soon as they are aware that their flights have been cancelled.
Parents will be kept fully informed of the situation. IQ Consultancy LTDwill liaise with the airline
and parents to rearrange the flights.

Pandemic / ContagiousOutbreak

Pandemics can causemajor disruption to travel and schooling. It is important in such events to
take advice from the government, Public Health England and theWorld HealthOrganisation.
AEGIS provides guidance formembers to follow. This is regularly updated as a situation
develops.

Usually, in a pandemic it is important to restrictmovement so as not to spread the disease
further. Thatmeans boarding school students would usually remain at school. In the event of a
pandemic IQ Consultancy LTDmay not be able to offer homestay accommodation as this could
place students, homestay families and thewider community at risk.

IQ Consultancy LTDwill workwith parents and schools to find suitable quarantine
accommodation for students where required.

IQ Consultancy LTDwill workwith schools tomeet students’ needs during a pandemic. This
could be by helping to support students to learn remotely as directed by the school.

IQ Consultancy LTDwill workwith parents to find flights to home countries where
required.

Serious injury or death of a student

Serious injury or death of a student is distressing for all concerned. IQ Consultancy
LTDwill:
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● Liaise withmedical staff, police, and a relevant embassy.

● Keep parents informed.

● Help parents arrange flights.

● Handle anymedia enquiries.

● Liaise with schools and any other external agencies (such as LSP)where required.

● If required, assist parents with rehabilitation and flights home.

● If required, assist parents with funeral arrangements.

Terrorist incident

Schools will have their own lockdown procedures to ensure the safety of students in the event of
a terror attack. In the event of a terror attack taking place in the UKwhen a student is staying at a
homestay, IQ Consultancy LTDwill follow the guidance provided by the UK government and the
police. Unless instructed otherwise, students will be asked to remain in the homestay and not to
go out unaccompanied by their homestay. In such a situation IQ Consultancy LTDwill assess the
risks and act accordingly.

Fire

In the event of a fire at a homestay, after dealingwith the emergency by calling the fire brigade,
the homestay is expected to inform IQ Consultancy LTD. Students will bemoved to a different
homestay until the accommodation is refurbished and the suitability of accommodation is
checked.

School closures

There aremany reasonswhy a schoolmay close. These could be temporary, such as due to
weather or a staff shortage or permanent, for example due to bankruptcy. Unless closure is due
to a contagious disease (see pandemic guidance above), IQ Consultancy LTDwill provide
accommodation for students with their homestays*.

Student cannot be accommodated by the school

If a student cannot be accommodated by the school due to illness, disciplinary action or any
other cause IQConsultancy LTDwill liaise with the school staff includingmedical staffwhere
applicable. IQ Consultancy LTDwill provide accommodation for students with homestays*.

_________________________________________

* Emergency Homestay Accommodation

Please note that emergency homestay placementsmay not necessarily bewith the students’
usual homestay, but will bewith one of homestayswho provide high levels of care. These
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homestaysmay be a greater distance from the school.Wherever possible wewill place
students with their usual homestay.

Emergency Contact Details

GuardianOrganisation staff

Organisation Contact details

IQ Consultancy LTD KashaHandcock

Phone: +44 (0)7824 44 95 40

Email: k.handcock@iqconsultancy.uk

Other organisations

Organisation Contact details

Police Tel: 999 (24-hour)

Tel: 101 (24-hour, non-emergency number)

Fire & Rescue service Tel: 999 (24-hour)

Ambulance service Tel: 999 (24-hour)

National Health Service Tel: 111 (24-hour)

AEGIS Tel: 01453 821 293

Foreign, Commonwealth &
DevelopmentOffice

Tel: 0207 008 1500 (24-hour, consular assistance)

Environment Agency Tel: 0345 988 1188 (24-hour Floodline)

MetOffice Tel: 0370 9000100 (24-hour, weather desk)

Health and Safety Executive Incident Contact Centre:
0345 300 9923
(Monday to Friday 8.30 am until 5pm)

Out of hours duty officer (24-hour):
0151 922 9235
www.hse.gov.uk
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Public Health England
Main Switchboard:
020 7654 8000
Email: enquiries@phe.gov.uk

www.gov.uk/government/organisations/public-healt
h-england

World HealthOrganisation https://www.who.int/

Whistleblowing Policy and low-level concerns

Policy Statement

IQ Consultancy LTD is committed to the highest standards of transparency, integrity and
accountability in its inspection and accreditationwork and the sharing of best practice in
guardianship of international students. Concerns about poor practicewithin IQ Consultancy LTD
should usually be dealt with through the IQ Consultancy LTD complaints procedure. However
serious allegationsmay be raised by following thewhistleblowing policy. It is the duty of all staff
members of IQ Consultancy LTD and those associatedwith IQ Consultancy LTD, to raise any
concerns so that improvements can bemade. Raising concernswill not result in reprisals in any
form. This policy is intended to provide ameans ofmaking serious allegations about standards,
conduct, financial irregularity or possible unlawful action in away that will ensure confidentiality
and protect thosemaking such allegations in the reasonable belief that it is in the public interest
to do so frombeing victimised, discriminated against or disadvantaged. This policy does not
replace other policies and procedures such as the IQConsultancy LTDComplaints Procedure.
This procedure applies to all IQ Consultancy LTD employees and also includes associates,
contractors, and schools. If an employee has a concern about the conduct of a fellow employee in
theworking environment (e.g. that they are not treating colleagueswith respect) they should
raise this with the Director KashaHandcock.

Policy

This procedure applies to, but is not limited to, allegations about any of the following:

● conduct which is an offence or breach of the law;

● allegedmiscarriage of justice;

● serious health and safety risks;

● the unauthorised use of public funds;

● possible fraud and corruption;
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● sexual, physical or verbal abuse, or bullying or intimidation of employees, customers or
service users;

● abuse of authority;

● other unethical conduct.

Reporting

IQ Consultancy LTD recognises that the decision tomake an allegation can be a difficult one to
make. However, whistleblowerswhomake serious allegations in the reasonable belief that it is in
the public interest to do so have nothing to fear because they are doing their duty to those for
whom a service is provided.

IQ Consultancy LTDwill take appropriate action to protect awhistleblowerwhomakes a
serious allegation in the reasonable belief that it is in the public interest to do so from any
reprisals, harassment or victimisation.

Confidentiality

All allegationswill be treated in confidence and every effort will bemade not to reveal a
whistleblower’s identity unless requested by thewhistleblower. IQ Consultancy LTDwill not,
without thewhistleblower’s consent, disclose the identity of awhistleblower to anyone other
than a person involved in the investigation/allegation. Sometimes thewhistleblowermight be
asked to give a statement as part of the investigation, in which case their identitymay have to be
revealed.

Anonymous allegations

This policy encourageswhistleblowers to put their name to an allegationwherever possible as
anonymous allegationsmay often be difficult to substantiate/prove. Allegationsmade
anonymously aremuch less powerful but anonymous allegationswill be considered at the
discretion of the Director KashaHandcock. In exercising discretion to accept an anonymous
allegation the factors to be taken into account:

● the seriousness of the issue raised;

● the credibility of the allegation;

● and whether the allegation can realistically be investigated from factors or sources other
than the complainant.

Untrue allegations

No disciplinary or other actionwill be taken against awhistleblowerwhomakes an allegation in
the reasonable belief that it is in the public interest to do so even if the allegation is not

52



substantiated by an investigation. However, disciplinary actionmay be taken against a
whistleblowerwhomakes an allegationwithout reasonable belief that it is in the public interest
to do so (e.g. making an allegation frivolously, maliciously or for personal gainwhere there is no
element of public interest).

Procedure formaking an allegation

It is preferable for allegations to bemade to, for example, an employee’s immediatemanager to
whom they report. However, thismay depend on the seriousness and sensitivity of the issues
involved andwho is suspected of themalpractice. For example, if thewhistleblower believes that
management is involved it would be inappropriate to raise it directly with them. The
whistleblowermay thenmake an allegation direct to any of the following:

The NSPCC whistleblowing helpline is 0800 028 0285 between 8am and 8pm Monday to
Friday or email help@nspcc.org.uk.

Protect provides a free, confidential advice line for concerned staff to call before
whistleblowing. The helpline is020 3117 2520 and their website is:
https://protect-advice.org.uk/

AEGIS Telephone number:01453 821 293 or email yasemin@aegisuk.net.

Allegation

Whether awritten or oral report ismade it is important that relevant information is provided
including:

● the name of the personmaking the allegation and a contact point;

● the background and history of the allegation (giving relevant dates and names and
positions of thosewhomay be in a position to have contributed to the allegation);

● the specific reason for the allegation.

Although someonemaking an allegationwill not be expected to prove the truth of any
allegations, theywill need to provide information to the person they have reported to, to
establish that there are reasonable grounds for the allegation.

Action on receipt of an allegation

The linemanager will record details of the allegation gathering asmuch information as possible,
(within 5working days of receipt of the allegation) including:

● the record of the allegation;
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● the acknowledgement of the allegation;

● any documents supplied by thewhistleblower.

The investigator will ask thewhistleblower for their preferredmeans of communication and
contact details and use these for all communicationswith thewhistleblower in order to
preserve confidentiality.

If the allegation relates to fraud, potential fraud or other financial irregularity the Director
KashaHandcockwill be informedwithin 5working days of receipt of the allegation.The
Director KashaHandcockwill determinewhether the allegation should be investigated and the
method of investigation.

If the allegation discloses evidence of a criminal offence it will immediately be reported to
the Director KashaHandcock and a decisionwill bemade as towhether to inform the Police
or appropriate authorities.

Timetable

An acknowledgement of the allegation inwritingwithin 10working dayswith:

● an indication of how IQ Consultancy LTD propose to deal with thematter;

● an estimate of how long it will take to provide a final response;

● an indication ofwhether any initial enquiries have beenmade;

● information onwhistleblower supportmechanisms;

● indicationwhether further investigationswill take place and if not, why not.

Where the allegation has beenmade internally and anonymously, obviously IQ Consultancy
LTDwill be unable to communicatewhat action has been taken.

Support

IQ Consultancy LTDwill take steps tominimise any difficulties whichmay be experienced as a
result ofmaking an allegation. For instance, if a whistleblower is required to give evidence in
criminal or disciplinary proceedings IQ Consultancy LTDwill arrange for them to receive advice
about the procedure and advise on the supportmechanisms that are available.

IQ Consultancy LTD accepts that whistleblowers need to be assured that thematter has been
properly addressed. Thus, subject to legal constraints, wewill inform thosemaking allegations of
the outcome of any investigation.
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Responsibility for the procedure

TheDirector KashaHandcock has overall responsibility for the operation of this procedure and
for determining the administrative processes to be followed and the format of the records to be
kept.

Monitoring

ARegister will record the following details:

● the name and status (e.g. employee) of thewhistleblower;

● the date onwhich the allegationwas received;

● the nature of the allegation;

● details of the personwho received the allegation;

● whether the allegation is to be investigated and, if yes, bywhom;

● the outcome of the investigation;

● any other relevant details.

The Register will be confidential and only available for inspection by the director. Further information
and advice can be found here.

Low-level concerns

A low-level concern is any concern about an adult's behaviour towards a child that does notmeet the
allegation threshold set out in the Safeguarding and Child Protection Policy. IQ Consultancy LTD
recognises the importance of dealingwith low-level concerns efficiently and in good time. No concern
about a child's safety should be left uninvestigated and unanswered. Therefore for dealingwith
low-level concerns IQ Consultancy LTD follows the same procedure as for whistleblowing as outlined
above.

Contact details

Role Name Contacts

TheDirector KashaHandcock
Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk
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Complaints Policy

Policy Statement

IQ Consultancy LTD recognises that theremay be legitimate concerns or complaints from
students, staff, schools or parents relating to IQ Consultancy LTD. As a companywe encourage
these concerns or complaints beingmade known to IQ Consultancy LTD staff so that they can
be addressed in partnershipwith us, andwe can continuously improve our service.

At IQ Consultancy LTDwe:

● Take all concerns and complaints seriously.

● Make every effort to deal with concerns or complaints informally and at an early stage.

● Resolve all complaints within 28working days of the complaint being received.

● Ensure that complaints are dealt with in linewith the procedures set out in this document.

● Ensure that complaints are resolved either to the complainant’s satisfaction orwith an
otherwise appropriate outcomewhich balances the rights and duties of students.

● Ensure that, where appropriate, a full and fair investigation of the issue is undertaken.

● Ensure that no-one, including students, are penalised formaking a complaint in
good faith.

● Keep awritten record, for at least three years, of all complaints, the action taken and at
what stage theywere resolved.

● Review regularly at seniormanagement level thewritten record of complaints
and their outcomes.

● Keep confidential all records relating to individual complaints.

● A record of formal complaints and their outcomes is kept by The Director Kasha
Handcock either in an electronic copy or in a hard copy regardless of whether theywere
upheld.

Complaints Procedure

Stage 1: Informal Stage

It is hoped thatmost concerns or complaints can be resolved informally. A concern or complaint
can bemade in person, in writing/by email or by telephone. Theymay also bemade by a third
party acting on behalf of a complainant, as long as they have appropriate consent to do so.
Concerns should be raisedwith the relevant IQ Consultancy LTD staffmemberwhowill:
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● Keep a record of the complaint and any action taken.

● Respond to all complaints or concernswithin 24 hours.

● Investigate the concern or complaint.

● Report back to the complainant within 28working days.

If the issue remains unresolved, the next step is tomake a formal complaint.

Stage 2: Formal Stage

If the complainant is not satisfiedwith how the complaint has been handled, they canmake a
formal complaint. This should be sent in writing/by email toKashaHandcock. Shewill:

● Keep a record of the complaint and any action taken.

● Respond initially to the complainant within 24 hours.

● Investigate the concern or complaint — thismay take some time but in any event theywill
keep the complainant informed of progressmade.

● Report back to the complainant formally in writing no later than 28working
days.

● If the issue remains unresolved, the next step is to refer thematter to AEGIS.

Stage 3: Referral of thematter to AEGIS

If complainants are not satisfiedwith the outcome as decided by IQ Consultancy LTD, they can
contact AEGIS to report their concerns if theywish to do so.

Relevant contact details are set out below:

YaseminWigglesworth

Chief ExecutiveOfficer

Association for the Education andGuardianship of International Students
(AEGIS)

TheWheelhouse, Bond’sMill Estate, Bristol Road, Stonehouse, Gloucestershire, GL10
3RF

Phone: +44 (0) 1453 821293

Email: yasemin@aegisuk.net

www.aegisuk.net
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IQ Consultancy LTDContact details

Role Name Contacts

TheDirector KashaHandcock
Phone: +44 (0)7824 44 95 40
Email: k.handcock@iqconsultancy.uk

StaffCode of Conduct

The following code of conduct for staff gives clear guidance on behaviour that IQ Consultancy LTD
expects from all members of staffworkingwithin the organisation. These guidelines confirm and
reinforce the professional responsibilities of all staff. They help adults establish safe practices and
reduce the risk of false accusations or improper conduct.

Code of Conduct

Power and positions of trust

In your role of amember of staff, youwill have power over students andwill hold a position of
trust. It is imperative that these are not abused in anyway. IQ Consultancy LTD staff should be
aware of their own conduct and ensure that their professional practice is clear and unambiguous.
Staff should ensure that theywork in an open and transparent way, not showing favouritism and
by treating students respectfully and fairly irrespective of culture, disability, gender, language,
racial origin, religious belief and sexual orientation.

Duty of care to children and young people

All staff and volunteers have a duty of care to children and young people. As such theymust
adhere to the various policies, including the safeguarding and child protection policy that outline
howwe safeguard students in our care.

Exercising professional judgement

IQ Consultancy LTD recognises that this guidancemay not cover every eventuality. Theremay be
timeswhen staff use their professional judgement to deal with situations not outlined in this
section. In such circumstances staff should always advise their senior colleagues of the
justification for any action taken or proposed.

Use of appropriate language

It is important to remember that whilst undertaking your role, you are representing IQ
Consultancy LTD. We expect all staff to be polite and courteouswhilst undertaking their duties. It
is inappropriate to swear or use abusive language.
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Sexual contactwith young people

Any (contact or non-contact activity) sexual behaviour (including grooming of a child so sexual
abuse can take place), by amember of staffwith or towards a student is unacceptable and could
be amatter for criminal and/or disciplinary proceedings. Students are protected by the same laws
as adults in relation to non-consensual sexual behaviour, and by additional legal provisions
depending on their age and understanding.

Communicationwith Students

Communicationwith students should only be in a professional capacity, using appropriate
language and tone.

Social contactwith Students

Staffmembers should not give their personal contact details to students for example email
address, home telephone numbers or details of web based identities. If students locate these by
any othermeans and attempt to contact or correspondwith the staffmember, they (staff
member) should not respond andmust report thematter to their linemanager. Students and
staff should communicate for professional reasons using the company email addresses and
telephone numbers. It is inappropriate for staff to befriend students andmixwith them socially as
a friend.

Social contactwith Parents / Agents / staff at partner schools

As for students, it is inappropriate for guardianship organisation staff to befriend parents, agents
or school staff on social media (unless theywere previously friends). IQ Consultancy LTD expects
any contact that staff havewith parents, agents and staff at partner schools to be courteous and
polite as the individual is representing the organisation. It is inappropriate for staff to befriend
parents, agents or staff at partner schools andmixwith them socially as a friend unless of course
theywere previously friends beforeworkingwith them.

Physical contact including restraint

Guardianship organisation staff familymembers are advised to avoid physical contact with
students as evenwhenwell intentioned, this contactmay bemisconstrued by the student, an
observer or any person towhom this action is described. Theremay also be cultural, gender
sensitive or religious reasons about touching. Guardianship organisation staffmust be aware that
any physical contact with a studentmay need to be explained andwould be open to scrutiny.
Physical restraint should only be used if the student is placing themselves or others at risk. Any
restraintmust be reported immediately to IQ Consultancy LTD. A written recordmust be
submitted. Parents will bemade aware and IQ Consultancy LTDwill investigate fully.

An outright ban on any corporal punishment

It is illegal to use corporal (physical) punishment. Any reported incidences of corporal punishment
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will be reported by IQ Consultancy LTD to the police.

Care of distressed Students

Where a student is upset or distressed (for example due to homesickness) remember that
sympathy and help can be given using kindwords. Also, sittingwith the student and listening to
them until they feel better can also be of great comfort. Staff should, therefore, use their
professional judgement at all times and in caseswhere thismay be unavoidable (for example a
young child who has fallen over, makes physical contact with the primary carer first or is crying
with homesickness), wewould recommend asking a child if physical comfort is wanted before
giving it. However in themajority of cases it would not be appropriate andwe do not recommend
physical contact, andwould encourage comforting the child as detailed above.

One-to-onemeetings

Members of staff should bemindful whenmeeting students on a one-to-one basis. Staffmeeting
students should do so in a public space, such as a school classroom,meeting roomor common
room. If meeting students outside of school themeetings should take place in a public area such
as a coffee shop.

Students’ entitlement to privacy

Guardianship organisation staffmust respect student’s right to privacy. Thatmeans not entering
their bedrooms (unless the homestay is required to clean the room, and this should only be
undertakenwith prior warning andwhen the student is not in the room), ensuring that
bathrooms have suitably locks and respecting the student’s right to retreat to their rooms or a
quiet area in the home if they feel the need.When students wish to email or call home, they
should be allowed to do so in privacy.

Transporting Students

Staffmay at times be expected to transport students, for example to the airport, homestay,
school or other out of school activities. A log of these journeys should be recorded. Any cars used
mustmeet all legal requirements (e.g.MOT and insurance). Students should travel in the back of
the vehicle andmustwear seatbelts. Booster seats should be usedwhere required.

Gifts and rewards

IQ Consultancy LTD staff should not give gifts to students on a regular basis and should not give
gifts of any significant value. Similarly, such gifts should not be given to the families of students
as this could be interpreted as a gesture to groomor bribe a student.Where a reward is given to a
student, this should be in accordancewith agreed practice, consistent with the behaviour policy
and not based on favouritism. On no account should anymonetary gifts be given.

Theremay be occasionswhere students or their familiesmaywant to present youwith a gift, for
example as a thank you. You can accept gifts (notmonetary) and hospitality, which are small
gestures and are of low value. Any gift or hospitality which ismore than just a token, defined as
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having a large value should be politely refused or returned.

Use of photographs and videos

Staff should ensure that only photography, videos or images of students are takenwith their and
their parent’s consent and that these are publishedwhere such consent has been obtained.
Images should be securely stored and used only by those authorised to do so. Under no
circumstances should staff take images of students without consent or without the students
knowing that the images are being taken. Staff should always be able to justify images of students
in their possession and avoidmaking images in one to one situations.

Searching Students and their belongings

It may be necessary in certain circumstances to search students and belongings. Thismay be due
to suspected possession of a prohibited item. This includes:

● knives or weapons;

● alcohol;

● illegal drugs;

● stolen items;

● tobacco and cigarette papers;

● fireworks;

● pornographic images;

● any article that amember of staff or homestay reasonably suspects has been, or is
likely to be, used to commit an offence or injure a person or damage property.

Consent should be sought by the student, although a searchmay still be conducted if consent is
not received. It is important that such a search is handled sensitively. Homestays should contact
the DSLKashaHandcock Phone: +44 (0) 7824449540whowill attend the house to undertake
the search, unless it is felt that a delaymay put individuals at risk. The search should be conducted
with the roomdoor open andwith awitness and the student present. If a search is conducted on
students, please be aware that only outer clothing (notworn next to the skin or immediately over
a garment beingworn as underwear)may be removed. Staff cannot carry out an intimate search;
this can only be carried out by the police. A full incident reportmust be completed and parents
informed.

Whistleblowing

The IQ Consultancy LTDWhistle Blowing Policy provides guidance to staff on how to deal
withmalpractice in theworkplacewhere there is concern for the safety of children.

61



Safer Recruitment Policy

Policy Statement

IQ Consultancy LTD is committed to safeguarding and promoting thewelfare of children and
young people at all timeswhile they are under our care.

IQ Consultancy LTD adheres to the principles of the statutory ‘Safer Recruitment’ guidance for
schools, and theNational Society for the Prevention of Cruelty to Children (NSPCC) ‘Safer
Recruitment’ advice.

IQ Consultancy LTD follows the Association for the Education andGuardianship of International
Students (AEGIS) guidelines as part of an on-going accreditation process. This is to ensure our
students receive the highest standards of carewhile under our guardianship.

This policy is supported by the Department for Education ‘Keeping Children Safe in Education’
(2023). IQ Consultancy LTD has a rigorous process for recruiting staff in accordancewith the
principles of ‘Safer Recruitment’. This is frompoint of advertisement to post induction, with
on-goingmonitoring and safeguarding reviews.

The Safer Recruitment policy aims to help to deter, reject, or identify people whomight abuse
children, or are otherwise unsuited toworkwith them. At every stage of the process, IQ
Consultancy LTD commitment to safeguarding and promoting thewelfare of children is
highlighted.

Aims of the policy

The aims of the policy are:

● To ensure that IQ Consultancy LTDmeets the commitment to safeguarding and
promoting thewelfare of children and young people, by carrying out all necessary
pre-employment checks as part of the Safer Recruitment process.

● To ensure that the best possiblemembers of staff are recruited on their abilities and
suitability for the advertised role in linewith relevant legislation, recommendations
and guidance.

● To ensure that all no applicant is treated unfairly on any grounds including race,
colour, nationality, ethnicity or national origin, religion or religious belief, sex or
sexual orientation, marital or civil partner status, disability or age. The recruitment
and selection process should ensure the identification of the person best suited to
the advertised role based on the applicant’s abilities, qualifications, experience and
merit asmeasured against the job description and person specification. If amember
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of staff involved in the recruitment process has a close personal or familial
relationshipwith an applicant, theymust declare it as soon as they are aware of the
individual’s application and avoid any involvement in the recruitment and selection
decision-making process.

Recruitment procedure for staff

IQ Consultancy LTD plans the recruitment exercise to ensure that the recruitment panel are
clear about the qualities, qualifications and experience needed by the successful candidate
andwhether there are any particularmatters that need to bementioned in the
advertisement for the post. This is in order to prevent unwanted applications or ultimately an
unsuitable appointment.

The job and person specification for each role form part of the pack sent to prospective
candidates, and set out the extent that the role involvesworkingwith children and young
people, and the safeguarding responsibility involved.

Advertisements for rolesmake IQ Consultancy LTD commitment to safeguarding clear by
including the following statement:

“IQ Consultancy LTD is committed to safeguarding and promoting thewelfare of children and
young people and expects all staff and volunteers to share in this commitment”, and reference
to the responsibility for safeguarding and promoting thewelfare of children in the job
descriptions.

IQ Consultancy LTD advertisements also include the requirement for each applicant obtaining
an enhancedDisclosure and Barring Service check fromoriginal identification documents and,
where relevant, documents to prove their right towork in the UK. The advertisements also
include details of the post, payments and qualities required to fulfill the role.

IQ Consultancy LTD do not accept curriculum vitae’s (CV’s) drawn up by the applicant without
an accompanying application form being submitted. This is because a CV presents only the
information the applicant wishes to present andmay omit relevant details. The application form
details the safeguardingmission statement, the requirement for an applicant to have an
enhancedDBS and for references to be sought prior to interviewwhere possible. Completed
application forms and accompanying CV’s are stored securely on a confidential computer drive
by the Director of IQConsultancy LTDKashaHandcock Phone: +44 (0) 782 44 9540.

TheDirector of IQConsultancy LTDKashaHandcockmaintains the bank of job adverts securely
and confidentially. This includes ensuring the job descriptionmakes reference to the
responsibility for safeguarding and promoting thewelfare of children. The details are circulated
via online advertising organisationswhich require applicants to submit expressions of interest
together with their CV to the company.
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TheApplication Form

On receipt of expressions of interest and accompanying CV’s, the DSLwill screen initial
submissions, and the application formwill be sent to applicants who have the potential tomeet
the requirements of the job specification and person specification.

The Application Form for all posts obtains:

● full identifying details of the applicant including current and former names, date of birth,
current address andNational Insurance number;

● a statement of any academic and/or vocational qualifications that the applicant has
obtained, relevant to the position for which s/he is applying, with details of the
awarding body and date of award;

● a full history, in chronological order, since leaving secondary education, including periods
of any post-secondary education/training, part-time and voluntarywork aswell as full
time employment, with start and end dates alongwith explanations for periods not in
employment, education or training and reasons for leaving employment;

● a declaration of any family or close relationship to existing employees or employers;

● details of referees. One referee should be the applicant’s current ormost recent employer.
Normally, two referees should be sufficient. N.B.Where an applicant who is not currently
workingwith children has done so in the past it is important that a reference is also
obtained from the employer bywhom the personwasmost recently employedwith regard
to their workwith children. The form shouldmake it clear that referenceswill not be
accepted from relatives or frompeoplewriting solely in the capacity of friends, and that
referencesmay be sought fromprevious employers on short listed candidates for
information to verify particular experience or qualifications, before interview;

● a statement of the personal qualities and experience that the applicant believes are
relevant to his/her suitability for the post advertised and how s/hemeets the person
specification.

Applicants will be asked to declare that they are not disqualified fromworkingwith children
through the Independent Safeguarding Authority’s (ISA) Barring Lists, or subject to sanctions
imposed by a regulatory or professional body, and has no convictions, cautions or bind overs.
Therewill be a self-disclosure process introduced to ensure the applicant has an opportunity to
raise all information in a confidential way. Any disclosures can be discussedwith themprior to
or at the interview (pending receipt of the completed enhancedDBS check).

If the applicant is currently workingwith children, on either a paid or voluntary basis, their
current employer with childrenwill be asked about disciplinary offences relating to children,
including any inwhich the penalty is time-expired (that is where awarning could no longer be
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taken into account in any new disciplinary hearing for example) andwhether the applicant has
been the subject of any child protection concerns and, if so, the outcome of any enquiry or
disciplinary procedure. If the applicant is not currently workingwith children but has done so in
the past, that previous employer will be asked about those issues.

Providing false informationmay be an offence and could result in the application being rejected
or summary dismissal if the applicant has been selected and possible referral to the police.

The JobDescription

Once a post becomes vacant, or a new post is created, the DSLwill review the job description to
ensure compliancewith the Safer Recruitment guidance.

The job description should state themain duties and responsibilities of the post; and the
individual’s responsibility for promoting and safeguarding thewelfare of children s/he is
responsible for or comes into contact with. The extent of this responsibility will vary according
to the nature of the post being advertised.

The Person Specification

The Person Specification is supplementary information to the job description and lists essential
and desirable criteria for the post, including experience, competencies and qualities that the
successful candidate should be able to demonstrate. The Person Specification should explain
how these requirementswill be tested and assessed during the selection process. This document
will be reviewed by the DSL to ensure compliancewith the Safer Recruitment guidance.

The Person Specificationwill explain that the interviewwill explore issues relating to
safeguarding and promoting thewelfare of children including:

● motivation toworkwith children;

● ability to form andmaintain appropriate relationships and personal boundaries
with children;

● emotional resilience inworkingwith “challenging behaviours”; and

● explain that if the applicant is short-listed any relevant issues arising from his/her
referenceswill be taken up at interview.

TheApplication Information Pack

In addition to the application form, an information pack is sent to applicants. The packwill
contain:

● the application form;

● the job description and person specification;
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● requirement to complete an enhancedDBSDisclosure;

● IQ Consultancy LTDwill seek references andmay approach previous employers for
information and verification of experience or qualifications;

● Child Protection Policy statement;

● information about the applicant’s current employer being contacted and asked about
any disciplinary offences or relevant information relating to children, where the
applicant is currently workingwith children on a paid or voluntary basis (including
expired offences).

Scrutinising and shortlisting applications

Twomembers of staff are responsible for scrutinising applications and short listing candidates.
The guidance recommends that at least onemember of the panel is Safer Recruitment trained.

All applications are checked to ensure they are fully and properly completed, that the
information is consistent, does not contain any discrepancies and to ensure that any gaps in
employment are identified.

As per the Safer Recruitment guidance, incomplete application formswill not be accepted and
will be returned to the applicant for completion.

Any gaps in employmentwill be noted and considered during the short listing process. In
addition, reasons for any repeated changes of employmentwithout a clear career or salary
progression, or amid-careermove from a permanent post to supply teaching or temporary

workwill also be explored and verified.

All applicants will be assessed equally against the criteria contained in the person specification
without exception or variation andwithout unlawful discrimination.

References

IQ Consultancy LTD seeks references from each application to obtain objective and factual
information to support appointment decisions. Referenceswill always be sought and obtained
directly from the refereewith comments requested onwork, professional competence and
personal qualities.

Referees are asked to comment on the applicant’s suitability to work with children, to
outline any concerns about the applicant with children or any disciplinary details.

‘Towhom itmay concern’ references are not accepted by IQ Consultancy LTD to reduce the risk
ofmaking an appointment decision on a forged reference.

Where (due to operational need) a reference is secured over the telephone, the referencemust
be obtained inwriting to provide a record of the information obtained from the referee.
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Any offer of employmentwill always be conditional on the receipt of satisfactory references.

References should always be obtained inwriting and telephone contactmade to verify the
referencewhere possible.

Invitation to interview

In addition to the arrangements for interviews – time and place, directions to the venue/or
Zoom link in case of an online interview,membership of the interview panel — the invitation
should remind candidates about how the interviewwill be conducted and the areas it will explore
including suitability toworkwith children. Enclosing a copy of the person specification can
usefully draw attention to the relevant information.

The invitation should also stress that the identity of the successful candidatewill need to be
checked thoroughly to ensure the person is who he or she claims to be, and that where an
enhancedDBSDisclosure is appropriate the personwill be required to complete an application
for a DBSDisclosure straight away.

Consequently all candidates should be instructed to bringwith themdocumentary evidence of
their identity that will satisfy the requirementswhen applying for an enhancedDBS i.e. either a
current driving licence or passport including a photograph, or a full birth certificate, plus a recent
document (within the last threemonths) such as a utility bill or financial statement that shows
the candidate’s current name and address andwhere appropriate change of name documentation.
In addition, where the candidate needs permission towork in the UK, theymust produce this
documentation at the interview for checking and verification. Digital copies are acceptable if
interviews are conducted online.

Candidates should also be asked to bring documents confirming any educational and
professional qualifications that are necessary or relevant for the post, e.g. the original or a
certified copy of a certificate, or diploma, or a letter of confirmation from the awarding body. If
the successful candidate cannot produce original documents or certified copies, written
confirmation of his or her relevant qualifications should be obtained from the awarding body.

A copy of the documents used to verify the successful candidate’s identity, right towork and
required qualifications should be kept for the personnel file. Separate copies of documents are
not required to be kept in order tomeet the requirements ofmaintaining the single central record.

Wherever possible, IQ Consultancy LTDwill obtain references for short-listed candidates prior
to the interview. If candidates ask that references are not sought prior to interview, any
provisional offer of employmentwill be subject to satisfactory references being obtained.

Interviews

The interviewwill be conducted by at least two peoplewhowill havemet before the interview to
agree the required standard for the role, consider the issues to be exploredwith each candidate
and how the interviewwill be conducted. At least one of the two people on the interview panel
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must be Safer Recruitment trained.

Two interviewers allow for one interviewer to observe and assess the candidatewhile the
other interviewermakes notes using the pre-planned competency based question set. This
reduces the possibility of any dispute aboutwhatwas said or asked during the interview.

The panel will agree the questions they will ask candidates during the interview, the issues that
may have been identified in the application form and references thatmay need exploring.

This should include:

● the candidate’s attitude toward children;

● their ability to support the authority or establishment’s agenda for safeguarding
and promoting thewelfare of children;

● gaps in the candidate’s employment history;

● concerns or discrepancies arising from the information provided by the candidate
and/or a reference;

● and the panel should also ask the candidate if theywish to declare anything in
light of the requirement for an enhancedDBS check.

The panel will record the interview on the IQ Consultancy LTD Interview Form. If, for whatever
reason, references are not obtained before the interview, the candidate should also be asked at
the interview if there is anything theywish to declare or discuss in light of the questions that
have been (or will be) put to their referees. It is vital that the references are obtained and
scrutinised before a person’s appointment is confirmed and before they start work.

The interview process will ask the candidate to produce original documentation of any
educational or professional qualifications that are necessary or relevant to the post. If the
candidate is not able to produce the certificates, written confirmation of his or her relevant
qualificationsmust be obtained from the awarding body.

A copy of the documents used to verify the candidate’s identity, right towork in the UK and
qualificationsmust be kept for the personnel file. These should be checked, signed and dated
by the verifier. Confirmation that these documents have been inspected should be recorded on
the recruitment form.

Conditional Offer of Appointment

The successful candidatewill be conditional upon the receipt of at least two satisfactory
references, proof of identification, proof of right towork in the UK (if appropriate), an
enhancedDBS check, verification of qualificationswhere they are a requirement of the post
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and the completion of any probationary period.

IQ Consultancy LTDwill follow relevant DBS guidance if a check reveals information that a
candidate has not disclosed in the course of the selection process. EnhancedDBS checkswill
always be followed upwhere the results are unsatisfactory or there are discrepancies in the
information provided.

Where the candidate is found to be disqualified fromworkingwith children by a court; or an
applicant has provided false information in, or in support of, his or her application; or there are
serious concerns about an applicant’s suitability toworkwith children, the factsmust be
reported to the police and/or the Independent Safeguarding Authority by the DSL.

Post Appointment: Induction

Newly appointed staffmembersmust have an induction programme to complete, regardless of
previous experience. The induction programme includes policy and procedure training, details of
the support available for individuals in their new role, confirmation of the StaffCode of Conduct,
and provides opportunities for new staffmembers to discuss any issues or concerns through 1:1
meetingswith their linemanager.

The content and nature of the inductionwill vary according to the role and previous experience
of the newmember of staff, however, it will always include the safeguarding policy, staff and
homestay code of conduct, how to report concerns, whistle-blowing policy andwithwho they
should discuss any concerns about their role or responsibilities. The programmewill contain
Level 1 Child Protection Training.

The linemanager of the newly appointed staffmemberwill report any concerns or issues about
a person’s ability or suitability for the role at the outset, and address these immediately.

Maintaining a safer culture

IQ Consultancy LTD recognises the need for continued awareness of safeguarding issues. Staff
receive appropriate training and induction to ensure that they understand their roles and
responsibilities and are confident in carrying themout. Staff receive regular safeguarding and
child protection updates from theDSL. Staff, parents, students and partners are encouraged to
report any issues or concerns about the safety or welfare of children, and that theywill be
listened to and taken seriously.

Homestays

IQ Consultancy LTD has an agreementwithHosts International LTD about providing
homestays for IQ Consultancy LTD students. Hosts International carry the following
registrationwith the British Council: “Hosts International meets the standards for registration
with the British Council as a provider of homestay, private home and independent self-catering
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accommodation for adults and under-18s for accredited providers in the UK.” Hosts
International is also accredited by English UK.

Data Protection Policy

Policy Statement

IQ Consultancy LTDwill complywith all statutory requirements of TheData Protection Act
1998 (“the Act”) by taking all reasonable steps to ensure the accuracy and confidentiality of
such information. IQ Consultancy LTD needs to gather and use certain information about
individuals. These can be parents, students, agents, homestays, suppliers, business contacts,
employees and other people the guardianship organisation has a relationshipwith ormay need
to contact.

This policy describes how this personal datamust be collected, handled and stored tomeet
IQ Consultancy LTD data protection standards, and to complywith the legislation.

Policy

Why this policy exists:

This data protection policy ensures IQ Consultancy LTD:

● complies with data protection law and follows good practice;

● protects the rights of staff, parents, students, homestays and partners;

● is open about how it stores and processes individual’s data;

● protects itself from the risk of data breach.

The Information Commissioner’s Office

The Information Commissioner’s Office (ICO) is “the UK’s independent authority set up to
uphold information rights in the public interest, promoting openness by public bodies and data
privacy for individuals” (ICOwebsite). It is responsible for administering the provisions of the
Data Protection Act 1998; the Freedomof Information Act 2000; and the General Data
Protection Regulation 2018.

The Act requires every data controller who is processing personal information to register with
the ICO (unless exempt). IQ Consultancy LTD is registeredwith the ICO as a data controller, and
this is renewed annually. Registration reference number: ZB028896.

The ICOpublishes a Register of data controllers on their website, onwhich IQ Consultancy LTD
is listed.
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TheData Protection Act 1998

The Act protects individuals’ rights concerning information about them held on computer and in
any IQ Consultancy LTD personnel files and databases. These rules apply regardless of whether
data is stored electronically, on paper or othermaterials.

To complywith the law, personal informationmust be collected and used fairly, stored safely
and not disclosed unlawfully.

The Freedomof Information Act 2000

The Freedomof Information Act provides public access to information held by public
authorities, in twoways:

● public authorities are obliged to publish certain information about their activities;

● andmembers of the public are entitled to request information frompublic authorities.

General Data Protection Regulation 2018

TheUKGDPR places greater emphasis on the documentation that data controllersmust
keep to demonstrate their accountability. Compliance requires organisations to review their
approach to governance and how theymanage data protection as a corporate issue.

IQ Consultancy LTDwill handle and protect all information in linewith data protection
principles set out in the Act. Under the Act, anyone processing datamust complywith the
eight principles of good practice for data protection, as detailed below.

Datawill be:

● fairly and lawfully processed;

● processed for limited purposes;

● adequate, relevant and not excessive in relation to the purpose(s) for which they are processed;

● accurate and kept up to date;

● not kept longer than necessary;

● processed in accordancewith the data subject’s rights under the Act;

● secure and protected. Appropriate technical and organisational measures are in place to
protect data from unauthorised or unlawful processing and from accidental loss, damage or
destruction.

This IQConsultancy LTDData Protection policy applies to personal data as defined by the Act — that
is, data fromwhich a living individual can be identified, either from data alone, or from that data and
other information that is held by the data controller. This includes information held on the computer,
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paper files, photographs etc.

Responsibilities

This policy applies to themain office of IQ Consultancy LTD, all staff, volunteers and other people
working on behalf of IQ Consultancy LTD. The scope of the policy applies to all data held by IQ
Consultancy LTD relating to identifiable individuals. Everyonewhoworks for IQ Consultancy LTD has
responsibility for ensuring data is collected, stored and handled appropriately — all must ensure
personal data is handled and processed in linewith this policy and data protection principles.

The data controller is responsible for:

● keeping the Director and the owners updated about data protection responsibilities, risks and
issues — in the form of an annual report;

● reviewing all data protection procedures and policies;

● arranging data protection training if required;

● handling data protection queries from thoseworking for andwith IQ Consultancy LTD;

● dealing with requests from individuals relating to the data IQ Consultancy LTD holds about
them;

● assistingwith any agreementswith third parties thatmay handle sensitive data;

● working with IT contractors to ensure that all systems, services and equipment used for storing
data meet acceptable security standards, including ensuring regular checks, scans and updates
to ensure security hardware and software are functioning properly.

The purpose of the Act is to make sure that personal data is used in a way that is fair to the individual
and protects their rights, while enabling organisations to process personal data in pursuit of their
legitimate aims.

Staff guidelines

1. Non-sensitive details (your email address etc.) are transmitted normally over the Internet, and
this can never be guaranteed to be 100% secure. As a result, while we strive to protect your
personal information, we cannot guarantee the security of any information you transmit to us,
and you do so at your own risk.

2. Employees should keep all data secure, taking sensible precautions and following these
guidelines.

3. Strong passwordsmust be used, and never shared.

4. Personal data should not be disclosed to unauthorised people, either within IQ Consultancy
LTD or externally.

5. Data should be regularly reviewed and updated if found to be out of date. If no longer required,
it should be deleted and/or disposed of.

6. When not in use, paper format data or files (for instance, DBS applications) should be kept in a
locked drawer or filing cabinet.
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7. Employees shouldmake sure paper and printouts are not left where unauthorised people could
see them, for instance, on a printer.

8. Data printouts should be shredded and disposed of securely when no longer required.

9. Whenworkingwith personal data, employees should ensure computer/laptop screens are
always lockedwhen left unattended.

10. Personal data should never be saved directly to laptops or othermobile devices like
smartphones or tablets, unless encrypted.

IQ Consultancy LTDmay collect and process the following examples of data:

● full name (including title, forename(s), family name);

● job title;

● contact information (for example, current home/business address, telephone numbers, email
addresses, website address);

● qualifications/experience;

● date of birth;

● information relevant to HR (for example: C.V.s, interview notes, referee details, ID);

● studentmedical details;

● copies of students’ passport, Visa and BRP;

● DBS reference number;

● school name and personnel;

● school year group;

● main language for correspondence;

● level of guardianship service provided;

● date of last visit for student (at homestay);

● whether private fostering assessment has been undertaken by the Local authority;

● details of venues (name, location, address, contact details);

● feedback forms;

● photographs (for example, students, staff, homestays).

IQ Consultancy LTDmay use/process this information to:

● carry out our obligations arising from any contracts/ agreements entered into by you and us;

● contact parents, students, homestays and schools;
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● undertake administrative functions (for example, HR, contact referees);

● process DBS applications;

● compilemarketing lists (e.g. for newsletter and conferences);

● handle complaints;

● conduct research;

● share anonymous details with 3rd parties for the purpose of obtaining professional advice;

● understand people’s views and opinions (for example, via feedback forms);

● send out information that IQConsultancy LTD thinksmight be of interest to others;

● improve our services;

● complywith legal and regulatory obligations;

● as part of the accreditation process, IQ Consultancy LTD is required to send the AEGIS office a
copy of the contact details for their partner schools and parents subject to their consent. They
will also provide the names of the students. This data is held securely by AEGIS and is destroyed
once the inspection process is finished.

Protecting your information

IQ Consultancy LTD has appropriate technical and organisational measures in place to protect your
information. Paper files are locked away securely and electronic files are protected by access rights.

Data accuracy

The law requires IQ Consultancy LTD to take reasonable steps to ensure data is kept accurate and up to
date. It is the responsibility of all employees and peopleworkingwith IQ Consultancy LTD, whowork
with data, to take reasonable steps to ensure it is kept accurate and as up to date as possible.

● Data should be held in as few places as necessary. Staff should not create any unnecessary
additional data sets.

● Staff should take every opportunity to ensure data is updated, for instance, details can be
updatedwhen a parent calls.

● Any data inaccuracies should be corrected as soon as discovered (for instance if amember can
no longer be reached on their stored telephone number, this should be removed from the
database).

Data protection risks

This policy helps to protect IQ Consultancy LTD from data security risks including:

● Breaches of confidentiality, for instance: information being given out inappropriately.

● Failing to offer choice, for instance: all individuals should be free to choose how the company
uses data relating to them.

● Reputational damage, for instance: the company could suffer if hackers successfully gained
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access to sensitive data.

Accessing your information

Under the Act, an individual is entitled to ask IQ Consultancy LTD:

● for a copy of the personal information held by IQConsultancy LTD;

● for any inaccuracies to be corrected;

● how to gain access to such data;

● how they aremeeting their data protection obligations.

Such requests are known as ‘subject access requests’. Such requests should be made either via email.
Email requests should be addressed to the data controller at k.handcock@iqconsultancy.uk.

There is no administration charge for any subject access request. The data controller will aim to
provide the relevant data within 14 working days. The data controller will always verify the identity of
anyonemaking a subject access request before handing over any information.

Sharing your personal information

In certain circumstances, the Data Protection Act allows personal data to be disclosed to law
enforcement agencies without the consent of the data subject. Under these circumstances, IQ
Consultancy LTDwill disclose requested data. However, the data controller will ensure the request is
legitimate, seeking assistance from theDirector, and by taking legal advicewhere necessary. If on the
rare occasion, we need to share data, wewill only use data anonymously. If personal information is
shared, it will be done so in linewith the Act. You are entitled to knowwhy and howwe are sharing your
personal information and the organisation or individual receiving your personal informationwill be
required to protect your information in linewith the Act.

Logging and recording of communicationswith individuals

IQ Consultancy LTDmay log communicationswith you for the purposes described earlier in this policy.

Links to other websites on the IQ Consultancy LTDwebsite.

Ourwebsite includes links to other websites (for example: to other organisations dealingwith boarding
students, government departments and agencies).We are not responsible for the data protection and
privacy practices of these organisations, including their website. This Data Protection Policy applies to
IQ Consultancy LTD only.

Providing information

IQ Consultancy LTD aims to ensure that individuals are aware that their data is being processed and
that they understand:

● how the data is being used;

● how to exercise their rights.

To these ends, a copy of this policy which sets out how data relating to individuals is used by IQ
Consultancy LTD can be available on request. This policy is also available on the IQ Consultancy LTD
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website.

If you have any questions about this policy, please contact the Data Controller at IQ Consultancy LTD
via email at k.handcock@iqconsultancy.uk.

Student Behaviour Code of Conduct

Statement

This Student Behaviour Code of Conduct outlines the positive behaviour it expects from students. It
also provides information about specific laws in the UK. The aim is to provide guidance in key areas of
IQ Consultancy LTD expectations. The guidance is written for the benefit of students, parents and
staff.

Behaviour Code of Conduct

Behaviour and conductwhen stayingwith a Homestay

IQ Consultancy LTD expects all of their students to be polite and courteouswhen stayingwith a
homestay (host family). In the UK, it is expected that you say “please” and “thank you”when asking for
and receiving items. Your homestay is not a hotel and the expectation is that youwill be included as
part of the family. As such, youwill be expected to engagewith familymembers, joining them at
mealtimes, and possibly helpingwith chores such as laying the table. Your homestaywill explain their
own house rules with youwhen you arrive. Please do ask them if you have any questions.

Curfew arrangements

Studentsmust have permission from the host family before going out unaccompanied. Homestayswill
outline the areawhere the students are allowed to go to unaccompanied.
Students who have permission to go out on their ownwill be required to return to homestays by the
following times:

Sunday—Thursday Friday – Saturday

14 year old 6:30 pm 7:30 pm

15 year old 6:30 pm 8:00 pm

16 year old 6:30 pm 9:00 pm

17–18 year old 7:00 pm 10:00 pm

All students who are permitted to go out unaccompanied by their homestaymust take their mobile
phone (fully charged) with them and keep this switched on. It is important that if students do go out
unaccompanied, that they let the homestay knowwhere they are going and roughly know how long
theywill be out. If for any reason they are delayed, studentsmust contact the homestay to inform
them.  It is polite to inform your host families if youwill not be back in time for the eveningmeal.
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If students haveweeknight activities or work commitments, later weeknight home times can be
negotiated, however it is expected that homestay students will usually eat dinner with their homestay
families, and focus on their studies in the evenings.

Students should be reminded of the following for their own safety: 

● do not carry toomuch cash;

● travel in a groupwhenever possible.

IQ Consultancy LTD suggests that student bedtimes should be as follows:

Sunday—Thursday Friday – Saturday

11–13 year old 9:30 pm 10:30 pm

14–15 year old 10:00 pm 11:00 pm

16–17 year old 10:30 pm 11:00 pm

Any deviation to these times should be discussedwith the homestay.

Use of the kitchen area

Most homestayswill preparemeals for you (breakfast, lunch and dinner). Youmaywant to help the
family in their meal preparations or cook something yourself. Please do talk to your homestay about
this and theywill advise you how to use the kitchen and the necessary safety rules. If you have your own
food that youwish to eat during your stay, please let your homestay know so that this can be stored
safely (for instance in a fridge if required). Youwill be able to access drinks and snacks throughout the
day, such as fruit or biscuits. Your homestaywill explain how you can access these.

Use of the bathroom

Students are asked to be respectful of the family routines. If you are sharing a bathroom, please be
consideratewith the time taken to shower and bathe as othersmay need to use the facility. Please
leave the bathrooms tidy. Some familiesmay have limits on the amount of hotwater available each day
due to their boiler capacity. Please discuss the best times for showering or taking a bath. It is not
usually necessary to shower or bathemore than once a day. Please ensure that you lock the door of the
bathroomwhen in use and ensure that you are suitably clothedwhen travelling to and from the
bathroom.

Use of theWi-Fi / access to the home computer

Please discussWi-Fi access with your homestay. Some families have packageswhere they have a limit
on the data theymay use in amonth; therefore streaming films for examplewould be inappropriate.
Please note that homestaysmay have filters on their internet andmay use parental controls to prevent
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access to inappropriate sites. Some homestaysmay turn off theWi-Fi at bedtime. Students should use
their own devices rather than the family’s home computer.

Laws regarding the consumption of alcohol

IQConsultancy LTD does not permit their students to consume alcohol whilst under their care,
includingwhen they are staying at a homestay. In the UK it is illegal for people under 18 to buy alcohol
in a pub, off-licence, shop or elsewhere. Inmost cases, it is against the law for anyone to buy alcohol for
someone under 18 to drink in a pub or a public place.

Laws regarding the use of drugs and illegal substances

IQConsultancy LTD prohibits students from using recreational drugs and illegal substanceswhilst in
their care. In the UK you can get a fine or prison sentence if you:

● take drugs;

● carry drugs;

● make drugs;

● sell, deal or share drugs (also called ‘supplying’ them).

If you are under 18, the police are allowed to tell your parent or guardian that you’ve been caughtwith
drugs.

Laws regarding smoking

IQConsultancy LTD prohibits students from smokingwhilst in their care. In the UK, it is illegal to buy
cigarettes if you are under the age of 18. 

Laws regarding sexual activity

IQConsultancy LTD prohibits students from engaging in sexual activity whilst in their care, even if they
are over the age of consent. In the UK the age of consent is 16. Thatmeans that it is illegal to have sex
with someone under the age of 16.

Laws regarding tattoos and body piercings

IQConsultancy LTD prohibits students from having a tattoo or body piercingwhilst in their care. In the
UK, it is illegal to tattoo a young person under the age of 18, even if they have parental consent. There is
no legal age of consent for body piercing, and so it is legal for someone under the age of 18 to have a
piercing as long as they have consented to it. 

Arrangementswhen Studentswish to stay away from the homestay

While stayingwith your homestay you are not allowed to stay away from the homestay unless
permission has been given by IQ Consultancy LTD.  A request regarding alternative half term / exeat
care arrangements needs to satisfy the following rules:
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Students Aged 17 and 18 or over

Parents need to give us awritten notice by verified email. The full addressmust be provided to comply
with the rules for a UKTier 4 (Child) VISA.

Students Aged 16

As above PLUSwe require a named adult, residing in the UK and over 25 years old, whowill take
responsibility for the student during the stay.

Students Aged 15 or under

As above PLUSwe require full contact with the named adult and arrangement confirmed inwriting.
The adult will need to confirm that theywill be taking full responsibility for the student during the
break.

An arrangement to stay away is subject to IQ Consultancy LTD and/or school staff being satisfied that
a child will be safe.We reserve the right to veto any arrangement if we feel it is unsatisfactory in any
way.

We are committed to reviewing our policies and good practice annually. 

These policies were last reviewed on 17/06/2024.

The next review is on 17/06/2025.

Signed: KashaHandcock   DSL  17/06/2024.
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